2

n SOFTWARE

b |j dzr NERbH2ED G NB
{H{toSwet t NROG202Ft [ 2y 7Tz
[OFG§SYSyi

Version2024-08.1



N2SIPSIRSDPRTP Protocol Conformance Statement Version202408.1

1 Document Information

1.1 Scope and Purpose

This document describes the implementation of the SIP, SDP, and RTP protocolstforerdalws
for voice interaction control using the-Blquaredamily of SIP enabled products.

This includes the {$quared Interactive Voice Response (N2IVR) product, as well -pso®idl
deployments of the MSquared InteiWorking Function (N2IWF), -Bguared Automated Call
Distribution (N2ACD), and-8juared Simple Number Services (N2SNS) praduct

All of these products are built on a shared SIP framewarkedd b H { Lt £ ® ¢ KA&d R2O0dzy S
the overall features and behavior of that®guared SIP framework, noting that not all features will be
applicable to all products.

This document should be read in conjunction with the respective Technical SRid§ [R-2], [R3],
[R-4] as applicable.This document assumes a working knowledge of the relevant SIP, SDP, RTP and
other telephony concepts.

1.2 Definitions, Acronyms, and Abbreviations

AMR-NB] | Adaptive MultiRate Narrow Band
AMRWB | Adaptive MulitRate Wide Band
AVP Audio Video Profile
B2BUA Backto-Back User Agent
DTMF Dual Tone MultiFrequency

ETSI European Telecommunications Standards Institute
IETF Internet Engineering Task Force
INAP Intelligent Networking Application Part
IP Intelligent Peripheral
MIME Multipurpose Internet Mail Extensions
N2 N-Squared
N2ACD N-Squared Advanced Call Distribution (supports SIP routing dfeelicall flows)
N2IVR N-Squared Interactive Voice Response platform-{&iifked IVR with many control options

N2IWF N-Squared IntetWorking Function (supports SIP réiahe call charging to an OCS)

N2SIP N-Squared SIP common framework underlying a8duaredSIRcapable products

N2SNS N-Squared Simple Number Services (supportgp8idcol number handling)
PCMA Pulse Code Modulation-law
PCMU Pulse Code Modulation-faw

PGP Pretty Good Privacy

RFC Request For Comments

RTCP RTP Control Protocol

RTP Realtime Transport Protocol

SCP Service Control Point

SCTP Stream Control Transmission Protocol
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SDP Session Description Protocol

SIP Session Initiation Protocol

SIMIME Secure/Multipurpose Internet Mail Extensions

SRF Specialized Resource Function
SRTP Secure RTP
TCP Transmission Control Protocol

TLS Transport Layer Security

UAC User Agent Client (SIP transaction role sending Request)
UAS User Agent Server (SIP transaction role receiving Request)
UDP UserDatagram Protocol

URL Uniform Resource Locator

1.3 References

The following documents are referenced within this document:

Ref. Document

[R1] N2SIPTechnical Guidéncluding N2IVR Technical Guide)
https://www.nsquared.co.nz/files/n2sip/technical _guide/

[R2] N2ACDTechnical Guide
https://www.nsquared.co.nz/files/n2acd/technical guide/

[R3] N2IWF Technical Guide
https://www.nsquared.co.nz/files/n2iwf/technical guide/

[R4] N2SNS Technical Guide
https://www.nsquared.co.nz/files/n2sns/technical_guide/

[R10] | IETF RFC 3261

SIP: Session Initiation Protocol

[R11] | IETF RFC 8866

SDP: Session Description Protocol

[R12] | IETF RFC 3550

RTP: A TranspoRrotocol for Realime Applications

[R13] | IETF RFC 3581

An Extension to the Session Initiation Protocol (SIP) for Symmetric Response Routing
[R14] | IETF RFC 6086

The SIP INFO Method

[R15] | IETF RFC 3262

Reliability of Provisional Responses in 8ession Initiation Protocol (SIP)
[R16] | IETF RFC 4733

RTP Payload for DTMF Digits, Telephony Tones, and Telephony Signals
[R17] | IETF RFC 3263

Session Initiation Protocol (SIP): Locating SIP Servers

[R18] | IETF RFC 3326

The Reason Header Field the Session Initiation Protocol (SIP)
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Ref. Document
[R19] | draft-kaplandispatchinfo-dtmf-package00
A Session Initiation Protocol (SIP) INFO Package foiTDoalMultiFrequency (DTMF) Events
[R20] | IETF RFC 3323
A Privacy Mechanism for the Session Initiation Protocol (SIP)

[R21] | IETF RFC 3325

Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trustg
Networks

[R22] | IETF RFC 2616
Hypertext Transfer Protocel HTTP/1.1
[R23] | IETF RFC 4867

RTP Payload Format and File Storage Format fohdaptive MultiRate (AMR) and Adaptive
Multi-Rate Wideband (AMR/B) Audio Codecs

[R24] | IETF RFC 6337

Session Initiation Protocol (SIP) Usage of the Offer/Answer Model

[R25] | IETF RFC 7315

Private Header (Pleader) Extensions to the Session Initiation Protocol (SIP) for the 3GPP
[R26] | IETF RFC 3959

The Early Session Disposition Type for the Session Initiation Protocol (SIP)

[R27] | IETF RFC 3960
Early Media and Ringing Tone Generation in the Session Initiation Protocol (SIP)

1.4 Ownership and Usage

This document, including the information contained herein, is proprietary-8gNared Software (NZ)
Limited but released for informational purposes only.

This document shall not be usedreproduced for any other purpose without the written approval of
N-Squared Software (NZ) Limited.

N-Squared Software (NZ) Limited
PO Box 5035
Terrace End
Palmerston North 4410
New Zealand
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3 SIP Compliance

3.1 SIP Overview

N2SIP communicates with a core network ssftitch to setup and teardown SIP audio sessions, as
well as fortransferring audio signal (and cof-band information such as DTMF telephony events)
over RTP. The core network settitch will trunk these audio sessions to other network elements
over circuitswitched, SIP/RTP, radio network or other channels, althabg is not generally visible
to N2SIP.

SIP compliance for N2SIP is based on RFC 32@®1. [RI2SIP is not compliant with prior versions of
SIP such as RFC 2543.

3.2 SIP Request Methods
N2SIP supports the following SIP Request Methods for the various SIP interactions.

Request ‘ Inbound (to N2SIP Server) Outbound (from N2SIP Client)
REGISTER Supported Used
OPTIONS Supported Used
INVITE (new session) Supported Used
re-INVITE (existing sessior Supported Used
CANCEL Supported Used
BYE Supported Used
ACK Supported Used
PRACK Supported Used

INFO Supported Not Used

Table 1: SIP Request Methods

3.3 Common SIP UAS Notes

The following compliance notes apply generally to the N2SIP framework when it is operating as a User
Agent Server (UAS)e. when it isprocessing transactions initiated by an inbound SIP Request, and
the associated subsequent outbound SIP Responses, and inbound ACK (if applicable).

3.3.1 Transport Layer

N2SIP supports UDP and TCP transport for INVITE adtiorE UAS SHansactions, pecifically:

9 Inbound (connectionless) UDP, and
1 Inbound permanent TCP connections, and
I Inbound transient TCP connections.

The following are not supported:

M Outbound transient TCP connections, and
1 SCTP connections.

N2SIP does not support any signalling encryption or signing/authentication mechanism at the
connection level. Specifically, the TLS encryption mechanism is not supported.

N-Squared N2SIP SEBPDPRTP PCS 2028 Pagell of 95



N2SIPSIRSDPRTP Protocol Conformance Statement Version202408.1

N2SIP can be configured to challenge inbound requests using Digest Authentication, as described in
3.5.4, Digest Authentication No other signing/authentication is supported at the message level.
Specifically:

I The "sips:" URI scheme is not supported.
1 The PGP mechanism for encrypting or signing content body is not supported.
1 The S/MIME signing or encrypting mechanism for content body is not supported.
3.3.2 SIP Message Codec
la Yy20SR Ay wCHA AG¥EMAY{ Al aABSYORKRAY I odzi Ad Aa

The NSquared SIP Message encode/decode and transmit/receive functions are pdmpitifer SIP,
and do not include any HTTP functionality except as expressly required for SIP.

Specifically:

1 Decoding of inbound SIP messages is not tolerant efrnofinated lines, as optionally
specified in section 19.3 of RFC 261&2R All inbound messages must have their header
lines terminated with the full CR LF sequence.

3.3.3 Inbound SIP Requests

All inbound SIP Requests must be vietmed according to sectio27.1: Option Tag®f [R10]
(including Method and URI). The following base headers apply to all requests:

Request Header Type Notes

Caltid String Must be present.
Via String Must be present.

[sent-protocol] String "SIP/2.0/UDP" or "SIP/2.0/TCP"

[sent-by] String Must include host. May include port.

.branch= String Must be present.

.received String Supported.

.rport Integer Supported.

x Various Unrecognised Via parameter tags are ignored.
From String Must be present.

tag String Must be present.
To String Must be present.
CSeq String Must be present.
Max-Forwards Integer Must be present.
ContentLength Integer May be present for UDPMust be present for TCP.
Require String May be present. Rejected except where indicated.
Supported String May be present. Ignored except where indicated.
P-ChargingVector String(s) May be present.

Table 2: Common Inbound SIP Request Headers

As per sectio20: Header Fieldsf [R10], N2SIP will ignore all inbound header parameters (sd®]R
section7.3: Header Fielgshat are not understood. These may be used by-giecific service logic
and/or configuration.
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3.3.4 Malformed SIP Request Handling

An inbound SIP Request which is missing any of the mandatory SIP Request attributes or SIP Request
headers will be considered misformatted, and a 500 Error Response will immediately be sent as
follows without further processing:

Response Attribute Type ‘ Notes
Response Status Code Integer 500
Response Status Message String "Internal Server Error"

Table 3: Common SIP Response AttributesMaiformedSIP Request

Request Header Type ‘ Notes

Caltid String Copy of received Cdll (if present).
Via String Copy of received Via (if present).
From String Copy of received From (if present).
To String Copy of received To (if present).
CSeq String Copy of received CSeq (if present).
Contact String Copy of received Contact (if present).
ContentLength Integer 0

Table 4: Common SIP Response Headers for Misformatted SIP Request

Note that N2SIP handling for Misformatted Inbound SIP Requests does not create or correlate to any
SIP transaction and does not create any Transaction state machine or associated retry timers. In case
of failure, no attempt will be made to rsend this ! Response.

3.3.5 Compact Form (Short) Headers

When processing inbound received SIP Requests, N2Seagitithe compact form of the following
inbound headers from RFC 3261.

Header Short Form ‘ Notes

ContentType C -
From f -
CaliD i -
Supported k -
ContentLength | -
Contact m -
To t -
Via % -

Table 5: Compact Form (Short) Headers

Additionally, custom SIP INVITE headers may be configured, with long and compawirfoes) either
of which will be accepted for inbound SIP INVITE Requests. Depending on configuration, these SIP
headers may also be replicated into:

a. Specific SIP INVITE Response messages, and/or
b. The corresponding-Beg outbound SIP INVITE Request when N2SIP acts as a B2BUA.
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Note that when processing compact form headers for SIP Requests and Responses:

9 Itis supported that one header use compact form, and another header use long form within
a single Request or Response. E.g. it is permitted that the From header be represented as
O2YLI Ol F2N¥Y aFY Xé gKAES GKS /COywviIXGliP KSIF RS NJ
9 Itis not supported to mix compact and long forms for a single repeated header. E.g. it is not
LISNY¥AGGSR GKFG | NBLISFGSR Al KSFRSNJI 6S LINBa
single Request or Response. In any such case, only the long forer atdbe used.

N2SIP does not transmit compact form headers in any outbound SIP Requests or Responses. When
replicating inbound SIP INVITE Request headers outbound in a SIP Request or Response, N2SIP will
always use the long form header name.

3.3.6 Outbound SIP Responses

All SIP Responses sent by N2SIP tofaetiatted Inbound SIP Requests will be welimed SIP
Responses according to sectifi2: Responsas [R-10] (including Status Code and Status Message),
and will include at least the following mandatory Headers:

Type Notes

Response Header

Caltid String Always present.
Via String Always present.
[sent-protocol] String "SIP/2.0/UDP" or "SIP/2.0/TCP".
[sentby] String Will include host. Include port from Request if present
.received= String Present if requested by inbound "rport” or if inbound V|
Sent By host was not numeric.
.branch= String Always present.
.rport= String Present if requested by inbound "rport".
From String Always present.
tag String Always present.
To String Always present.
tag String Present if dialog is being formed.
CSeq String Always present.
ContentLength Integer Always present.
UserAgent String Set to configurable value.
P-ChargingVector String /| 2LASR FTNRY -Qher§ingti 2 Qiv2 NE] |
the corresponding Request, if present.

Table 6: Common Outbound SIP Response Headers
Note that custom sitespecific service logic and/or configuration may implement (add or accept)
additional Response headers not listed in this document.
3.4 Common SIP UAC Notes

The following compliance notes apply generally to the N2SIP framework when it is operating as a User
Agent Client (UAC). l.e. when it is creating transactions initiated by an outbound SIP Request, and the
associated subsequent inbound SIP Responses, @thdund ACK (if applicable).
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3.4.1 Transport Layer

N2SIP supports UDP and TCP transport for INVITE adtiXIbFrE UAC SIP Transactions. Specifically,
N2SIP supports:

9 Outbound (connectionless) UDP, and
9 Outbound permanent TCP connections, and
i Reuse of inbound transient TCP connections.

SCTP transport is not supported.

Note specifically that the current version of N2SIP has limited support for transient TCP connections
when sending outbound SIP Responses. It willseethe inbound transient TCP connection on which
the corresponding inbound SIP Request arrived. Howétveill never create an outbound transient

TCP connection.

N2SIP does not support any signalling encryption or signing/authentication mechanism at the
connection level. Specifically, the TLS encryption mechanism is not supported.

N2SIP can be configured to retry outbound SIP Requests that were challenged with Digest
Authentication, as described iB.5.4, Digest Authentication No other signing/authentication is
supported at the message level. Specifically:

1 The "sips:" URI scheme is not supported.
1 The PGP mechanism for encrypting or signing content body is not supported.
1 The S/MIME signing @ncrypting mechanism for content body is not supported.
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3.4.2 Outbound SIP Requests

The N2SIP framework will generate wiellmed outbound SIP Requests according to sec#omn.:
Option Tag®f [R10] (including Method and URI). The following base headers apply to all requests:

Request Header Type ‘ Notes

Caltid String Always present.

Via String Always present.
[sent-protocol] String "SIP/2.0/UDP" or "SIP/2.0/TCP"
[sentby] String Must include host. May include port.
.branch= String Alwayspresent.
.received String Not Used.
.rport Integer Not Used.

From String Always present.
tag String Always present.

To String Always present.

CSeq String Always present.

Max-Forwards Integer Always present.

ContentLength Integer Always present.

Require String May be present.

Supported String May be present.

UserAgent String Set to configurable value.

Table 7: Common Outbound SIP Request Headers

3.4.3 Compact Form (Short) Headers

N2SIP does not transmit compact form headers in any outboun®&jBests oResponses. When
replicating inbound SIP INVITE Request headers outbound in a SIP Request or Response, N2SIP will
always use the long form header name.

Note that custom sitespecific service logic and/or configuration may always implement (add or
accept) additional custom Request headers not listed in this document.
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All inbound SIP Responses must be sfogthed according to sectio7.1: Option Tagef [R10]
(including Method and URI). The following base headers apply to all inbound SIP Responses:

Request Header Type ‘ Notes
Caltid String Must be present.
Via String Must be present.
[sent-protocol] String "SIP/2.0/UDP" or "SIP/2.0/TCP"
[sentby] String Must include host. May include port.
.branch= String Must be present.
.received String Supported.
.rport Integer Supported.
x Various Unrecognised Via parameter tags are ignored.
From String Must bepresent.
To String Must be present.
CSeq String Must be present.
Max-Forwards Integer Must be present.
ContentLength Integer May be present for UDP. Must be present for TCP.
Require String May be present. Rejected except where indicated.
Supported String May be present. Ignored except where indicated.

Table 8: Common Inbound SIP Response Headers

As per sectio20: Header Fieldsf [R10], N2SIP will ignore all inbound header parameters (séd®]R
section7.3: Header Fieldlshat are not understood. These may be used by-gitecific service logic

and/or configuration.
3.5 Other Common SIP Notes

3.5.1 Multicast

The N2SIP framework has no support for multicast.

¢KS 4YFRRNE LI NFYSGSNI A
¢KS qiaidté LI NIFYYSGISNI Aa
3.5.2 SIRAl

& AAt Syt
ARt Syidte

& AIYy2NBR AT Al
I.

AJYy2NBR AT A

N2SIPOffers support for basiSIRI encapsulation of ISUP messages, as described subsequently in

section4, SIRI Compliance (ISUP in SIP)

This includes the use &fontentType = multipart/mixedhs required

3.5.3 SIFT

The current release of N2SIP does not suppoHTSIP

N-Squared N2SIP SEBPDPRTP PCS 2028

Pagel7 of 95

L



N2SIFSIRSDPRTP Protocol Conformance Statement

3.5.4 Digest Authentication

Version2024-08.1

The N2SIP supports Digest Authentication for both inbound and outbound ReguesResponses
using the standard mechanisms defined in RFC 32@D][R Standard headers are used in both

directions.

For Requests:

Request Header Type ‘ Notes
Content ofTable 2:Common Inbound SIP Request HeaBlerd Jf dza X
Authorization ‘ String ‘ Present when using Digest authentication.
Table 9: Digest Authentication Request Headers
Response Header Type ‘ Notes
Content ofTable 6:Common Outbound SIP Response Heaxler&Jf dza X
WWW-Authenticate | String | Present when using Digest authentication.

Table 10Digest Authentication Response Headers

Within N2SIP, Digest Authentication can be applicable to the following method types.

Request ‘ Inbound (toN2SIP UAS Outbound (fromN2SIFUAQ
REGISTER Applicable Applicable
OPTIONS Applicable Not Used
INVITE (new session) Applicable Applicable
re-INVITE (existing sessior Applicable Applicable
CANCEL Not Applicable Not Applicable
BYE Applicable Applicable
ACK Not Applied Not Applied
PRACK Not Applied Not Used
INFO Applicable Not Used

Table 11SIPRequests Applicable to Digest Authentication

The following SIP Response codes and strings are specific to Digest Authorization and can be present

Ay (GKS wSalLkRryasS G2 lye LyozdzyR YSGiUK2R {Lt wSldzS3
401 <none>
(Used to indicate that authorization is required).
403 Authorization Failure (Nonce).
403 Authorization Failure (Username).
403 Authorization Failure (Password).
404 Subscriber domain not known here.
404 Subscriber not known ahis domain.
500 <various>

Table 12Digest Authorization Common Response Codes
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3.6 REGISTER (Server/Inbound)

3.6.1 Message Flow

N2SIP supports inbound SIP REGISTER Requestsdonfigared subscriptions. If the registration is
accepted, N2SIP will retain tihegistered Contact information and will use it for initiating subsequent
outbound INVITE requests to that address.

SIP REGISTER (Inbound)

SIP-GW N2SIP

T T
| REGISTER ;

X Check Access 2

opt / [Authorization Required]

\ _ 401 Unauthorized |
B S ——

. REGISTER

L [Success] j
; Store Registration
! &

| 200 OK :
e

[beclifed]
' 300-699

FigureA- Inbound SIP REGISTER

Note that in addition to dynamically registered Contact addresses, N&IStP supports static
configuration of Contacts for outbound INVITE requests.

3.6.2 REGISTER Inbound Request
N2SIP supports receiving the following attributes and headers in inbound REGISTER.

Request Attribute Type ‘ Notes

Request Method REGISTER

Request Header Type ‘ Notes
Content of Table 2:Common Inbound SIP Request Headers LJ dza X
Content of Table 9:Digest Authentication Request Head&rs LJf dza X

From Must be present.

.URI URI Must be present and set to To URI.
To Must be present.

.URI URI Must be present and set to FroRI
Contact String(s) Must bepresent.

Only the first Contact header will be registered (no mtime).
Only one Contact per header line is supported.

CKS afFpé¢ FT2N¥V 2F GKS / 29001008 K
Removing Bindings is not supported.

.Address String Must bepresent.

.expires Integer Optional. Default value 3600 seconds.
Table 13Inbound SIP REGISTER Request
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Any content body for the REGISTER Request is ignored.

3.6.3 REGISTER Server Transaction

The client may reise the REGISTER Via "branch" for subsequent registrations, however N2SIP will not
retain an open transaction in this case and will discard REGISTER transaction context at the expiry of
Timer J as per [RO]Figure 8 The reREGISTER will be treated as a new transaction.

N2SIP will create a SIP Server4WKITE Transaction for the SIP REGISTER Request as described by
[R-10] sectionl7.2.2: NOoANVITE Server Transactiamd [R10] Figure 8and will obey the timers and
retransmission rules defined by this state machine.

3.6.4 REGISTER Response (Declined)

If a welformed REGISTER Request is declined, then N2SIP will send a SIP Response with Status Code
that is not 2x»and constructed according to the rules defined in sec8dh6 Outbound SIP Response

The following is a list of the possible Status Codes, along with the most commosiriwretrings

used, when declining a wdthrmatted REGISTER Request. The list of strings is only indicative, and
other Errorinfo strings may be returned. The spellingd formatting of these strings may change
without notice.

Status Code Error-Info

Any Response frorTable 12Digest Authorization Common Response Cades Jt d
420 A Require option is not supported.
500 Received REGISTER with From URI that is not To URI.
500 WSOSAOPSR woDL{¢Ow gAGK y2 U/ 2yil O
500 <Any other exception string generated internally during processing>

Table 14indicative List of REGISTER Codes andl&iwdBtrings

3.6.5 REGISTER Response (Accepted)
If the REGISTER Request is accepted, N2SIP will generate a SIP Response with Status Code 200 OK.

Response Header Type Notes
Content of Table 6:Common Outbound SIP Response Heatlers&Jt dza X
Allow String Configured value or
"INVITE,ACK,BYE,CANCEL,OPTIONS,REGISTER,INFO,H
Accept String "application/sdp"
Contact Address String Copy of received Contact Address.
Contact "expires" Integer Always present.

Table 150utbound SIP REGISTER Response Headers

N-Squared N2SIP SEBPDPRTP PCS 2028 Page20of 95



N2SIFSIRSDPRTP Protocol Conformance Statement Version2024-08.1

3.7 REGISTER (Client/Outbound)

3.7.1 Message Flow

N2SIP Server supports sending outbound SIP REGISTER to a configured SIP peer. This will be done for
lygd 20t aSYRLRAYyGé | RRNBaasSa gKAOK (GKS bwu{Lt A
for information on configuring managed endpoints.

SIP REGISTER (Outbound)

| N2SIP I |5IP—GW I

T T

' REGISTER o

Check Access
opt / [Authorization ,Required]

,_ 401 Unauthorized ,

! REGISTER

1
L} [Success]

| 200 OK !
|~ ]

r
1

[Declilned]
\_ 300-699 ;
- 3

| N2SIP I |5IP—GW I

FigureB - Outbound SIP REGISTER

3.7.2 REGISTER Outbound Request
The N2SIP supports sending the following attributes and headers in outbound REGISTER.

Request Attribute Type ‘ Notes

RequesMethod REGISTER

Request Header Type ‘ Notes
Content of Table 7:, plus...

Content of Table 10Digest Authentication Response HeadersLJ dza X

From URI String sip:<pstndigits>@-<sigpeer-domain>

To URI String sip:<pstrdigits>@<sigpeer-domain>

Contact URI String sip:<pstrdigits>@<sigpublichost>[:<port>]
Expires Integer Configured value, or 0 when we REGISTER.

Table 160utbound SIP REGISTER Request

No content body isreated for the REGISTER Request.

3.7.3 REGISTER Client Transaction

N2SIPdoes not reuse the REGISTER Via "branch" for subsequent registrations. Each outbound
REGISTER request is a new transaction.

N2SIP will create a SIP Client ANVITE Transaction for the SIP REGISTER Request as described in
[R-10] section17.1.2: NoANVITE Client Transactiand [R10] Figure 6and will obey the timers and
retransmission rules defined by this state machine.
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3.7.4 REGISTER Response
N2SIP accepts wdbrmatted SIP Responses to the REGISTER Request and expects a 200 OK Response.

A 401 response will cause a retry using Digest Authentication. This requires that a username and
password be configured within the N2SIP for thedad SIP Peer associated with the endpoint.

3.8 OPTIONS (Server/Inbound)

3.8.1 Message Flow
N2SIP SIP Server supports inbound SIP OPTIONS Requests.

SIP OPTIONS (Inbound)

SIP-GW N2SIP
T T

!
' OPTIONS

opt / [Authorization Iltequired]

' 401 Unauthorized !

" OPTIONS

L.
-

. 200 OK
s

FigureC- Inbound SIP OPTIONS

3.8.2 OPTIONS Inbound Request
N2SIP supports receiving the following attributes and headers in inbound OPTIONS.

Request Attribute Type ‘ Notes

Request Header Type ‘ Notes
Content of Table 2:Common Inbound SIP Request HeaBlerd Jt dza X

Content of Table 9:Digest Authentication Request Headers LJt dza X
Table 17Inbound SIP OPTIONS Request

Any content body for the OPTIONS Request is ignored.

3.8.3 OPTIONS Server Transaction

N2SIP will create a SIP Server4NKITE Transaction for the SIPTIONS Request as described by
[R-10] sectionl7.2.2: NOoANVITE Server Transact@md [R10] Figure 8and will obey the timers and
retransmission rules defined by this state machine.

3.8.4 OPTIONS Response (Declined)

If a weltformed OPTIONS Request is declined, then N2SIP will send a SIP Resp@iStatishCode
that is not 2x»and constructed according to the rules defined in secB#36 Outbound SIP Response

The following is a list of the possible Status Codes, along with the most commosiriwretrings
used, when declining a wdtbrmatted OPTIONS Request. The list of strings is only indicative, and
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other Errorinfo strings may be returned. The spelling and formatting of these strings may change
without notice.

Status Code ErrorInfo

Any Response froriTable 12Digest Authorization Common Response Cades Jt d
420 A Require option is not supported.
500 <Anyother exception string generated internally during processing>
Table 18Indicative List of OPTIONS Codes andHrforStrings

3.8.5 OPTIONS Response (Accepted)

All weliformed OPTIONS requests are accepted, assuming they pass any applicable authorization
checks. N2SIP will generate a SIP Response with Status Code 200 OK.

Type Notes

Content ofTable 6:Common Outbound SIP Response Heaxler&Jt dza X

Response Header

Content of Table 10Digest Authentication Response HeadersLJ dza X

Allow String Configured value, or
"INVITE,ACK,BYE,CANCEL,OPTIONS,REGISTER,INFO,H
Accept String "application/sdp"

Table 190utbound SIP OPTIONS Response Headers
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3.9 INVITE ACK & PRACS8erver/InboundALegOnly)

This sectiorB.9relates to scenarios where N2SIP acting as a UAS receives a SIP INVITE Request which
initiates a new Dialog, a new GHll and a new catlontrol service logic instance. It does not relate to
re-INVITE within an existing SIP Dialegy.reINVITEeferto section3.14 ReINVITE (Server/Inbound)

3.9.1 Message Flow

N2SIP supports inbountLegSIP INVITE Requests éstablishing the A.eg for the purpose of call
control, where the subsequent call treatment may be one (or more) of:

1 Connecting to an internal RTP stream generator faed audio interaction, and/or
1 Attempting an ALeg to BLeg termination, operating as a battkback user agent
1 Declining the request with a 36809, potentially with address redirection.

The SIP message flow associated witinaallA-Leg SIP INVIRequest is:

SIP INVITE (Inbound)
SIP-GW N25IP
T 1

' INVITE

>
L

]
opt / [Authorization Illequired]

' 401 Unauthorized !

L]
" INVITE

L.
F o

opt / [Tryingl '

:{ 100 Trying '

opt / [Ringingl X

' _ 180 Ringing

opt _/ I[relloo] X

| PRACK

' 200 0K

alt / [Declined] i
' 300-699
<

" ACK '

[Accepted]
'1 200 OK .

' ACK !

' _RTP Interaction
>

[Early Media]
\_ 183 Early Media

| opt _/ lrell00]
" PRACK

\ 200 OK

I -
RTP Interaction
: >

FigureD - Inbound SIP INVITE
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The subsequent handling may involve:

1 PRACK for reliabf@ovisional responses.
1 RelINVITE for change of SDP parameters.
1 Setup ofSDPRTPaudiostreamusing provisional 1xx INVITE Respsnse

Note: Inbound SIP INVITE Request is applicable_eglestablishment only. N2SIP does not support
any scenariosvhere any B_eg can be established via inbound SIP INVITE Request.

3.9.2 INVITE Inbound Request
N2SIP supports receiving the following attributes and headers in inbound IMVIAEeg

Request Attribute Type ‘ Notes

Request Method INVITE

RequestHeader Type ‘ Notes
Content of Table 2:Common Inbound SIP Request HeaBlerd Jf dza X
Content ofTable 9:Digest Authentication Request Headers LJf dza X

RecordRoute String(s) | Copied into the first INVITE Response thsthblishes a
Dialog.
From Must be present.
.URI String Must be "sip:" URI scheme.

May be used by service logic as the "Calling Party Addre;
to determine what interactions to perform during the
session.

When operating as an independefibternal logic), N3IP
service logic may use this From URI in processing.

.tag String Must be present as the remote Dialog tag.
To Must be present.
.URI String Must be "sip:" URI scheme.

May be used by service logic as the "Called Party Addres
determine what interactions to perform during the session
For example, when N2IVR is deployed as an iéohRolled
SRF then this field typically contathe SCP ID and
Correlation ID~vhich uniquely identifies the controlling INAFR

SCP session
.tag String Must not be present.
Contact String(s) | Must be present.

Only the first Contact header will be used (no mbkime).
Only one Contact per header line is supported.
ContentType String Q9AGKSNI GF LILIX AOF GA2YKARLIE X
GYdzf GALI NIk YAESRE O2y il Ay}
be present foRFC 6337 [R4] patterns 1 or 3nly.

Require String amMmnnNBfté¢ A& | OOSLIWISR® h G H
Supported String amMmnnNBfté¢ A& | OOSLIWISR® h G H
P-Assertedldentity String ¢KS (2 LNssedied. RISy GAGE¢ KSIFRS

parsed according to RFC 332322f)} and RFC 3325-H],
with details made available to service logic.
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P-Preferredldentity String ¢CKS (2 LPfeletrddl BEYGAGEE KSIRS
parsed according to RFC 3322f)} and RFC 3325-H],
with details made available to service logic.

Privacy String ¢CKS G2LIy2aid at NA Gl Opasedk ST
according to RFC 3323-2R] and RFC 3325-[H], with
details made available to service logic.

Request Content Type ‘ Notes

May includean SDP Session "Offer" (RFC 63324Rpattern 1 or 3), as per sectiost SDRCompliance
May include ISUP, as per sectidnSIRI Compliance (ISUP in SIP)

Table 20Inbound SIP INVITE Requésteg)

3.9.3 INVITE Server Transaction

If the INVITE Transaction is accepted, N2SIP will create a SIP Server INVITE Transaction for the SIP
INVITE Request as described bylQRsection17.2.1: INVITE Server Transactma [R10] Figure 7
and will obey the timers and retransmission rules defined by this state machine.

3.9.4 INVITE Response (Declined)

If a welformed INVITE Request is declined, then N2SIP will send a SIP Response-&ith Sitarus
Codeand constructed according to the rules defined in sec8@h& Outbound SIP Response

Note that the use of a 30699 Response Code is a valid processing scenario and does not necessarily
AYRAOFGS GKIFG | LINRPOSaaAy3d daSNNBdslse fis tectatisthdzNNES R ¢
in SIP, including:

9 Subscriber not available (Did Not Answer, Busy).
Subscriber has moved (Number Ported).

Call deliberately declined (Missed Call Attempt).
Insufficient Funds or Call Blaktlsted.

Natural End of IVR Interaction using Early Media.

=A =4 =4 =4

The following Response content may be present.

Response Attribute Type ‘ Notes
Response Status Code Integer 300699
Response Status Message String <Associated Status Message>
Response Header Type ‘ Notes
Content of Table 6:Common Outbound SIP Response HeadersJt dza X

Contact String Optional. Redirection Contact, e.g. for 302 Response
Reason String Optional. Reason as per RFC 33264R

.protocol String G{LtéX avoypné 2N 20KSNJ

.cause Integer 16 or other value.

text String G¢SNY¥AYLFGSRE 2NJ 2GKSNJ gt

Table 210utbound SIP INVITE 36829 Response Headers

CKS F2ft2Ay3a A& | tAad 2F GKS adl yRHnfRingsRS Of A y !
(if applicable) used when declining a wielimatted INVITE Request. The list of strings is only
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indicative, and other Erreinfo strings may be returned. The spelling and formatting of these strings
may change without notice.

Status Code ErrorInfo

Any Response froriTable 12Digest Authorization Common Response Cades Jt d
ANY Any Status Code in the range 3689 chosen bgustom service logic.
480 <none>
(Natural conclusion of an IVR interaction with clean call teardown).
481 LY@AidS KFa Ue¢2Q o0f20Ff0 GF3 odzi Ri
(Will occur if reINVITE is used. N2SIP does not suppelXx4TE.)
487 <none>
(Used when INVITE is terminated by CANCEL)
500 Missing ContenfType header for INVITE.
500 Unsupported ContenType header '<conteall @ LISHQ F2 NJ L b+ |
500 ahdaaAiayad Ul LW AOFGAZ2YkaAaRLIQ /2y iSyi
500 Missing remote tag on From header faitial INVITE.
500 Failure on ALeg Invite Handler: <extendedason>
500 <Any other exception string generated internally during processing>
603 Server forced clean shutdown at end of INVITE processing.

Table 22Indicative List of INVITE Codes &nbrInfo Strings
Note that an error SIP Response on initial processing may occur before or after the sending of the 100
Trying Responsesee sectiorB8.9.5 INVITE Response (Provisional, Trying)
3.9.5 INVITE Response (Provisional, Trying)

If the INVITE Request is accepted, then N2SIP will (if configured to do so) immediately generate a
provisional SIP Response with Status Code 100 Trying to indicate that the Request has been accepted
and service logic will now be performed to determine #ppropriate call handling.

Response Attribute Type N[o] (=15
Response Status Code Integer 100
Response Status Message String "Trying"
Response Header Type Notes
Content of Table 6:Common Outbound SIP Response Hegq®us...
RecordRoute String(s) Copied from the SIP INVITE Request if the Response
establishes a Dialog.

Table 230utbound SIP INVITE 100 Trying Response Headers

Note that accordingto RFC32620fp 8 = wSf Al 60f S t NP@AaA2Yy I wSalLRya!
Responses.
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3.9.6 INVITE Respong@@rovisional)
N2SIP may use a provisional SIP INVITE Responsd99)@&ither when:

1 Relaying a provisional response received from the outbouhdd or
T {SYRAY3 Iy AYyiaSNyrtte 3ISySNIXridSR we¢t YSRAI a

The responsenay include

Response Attribute Type ‘ Notes
Status Code Integer 180 or other 101199 status code
Status Message String "Ringing" or other message corresponding to code
Response Header Type ‘ Notes

Content of Table 6:Common Outbound SIP Response Headerd Jt dza X
Require String "100rel" if PRACK igquired.
RSeq Integer Response sequence number if PRACK is required
Contact String May be present to indicate Contact for PRACK.
ContentType String 9AGKSNI al LILX AOF A2y kaRLIE

GYdzt GALI NIk YAESRE O2y il A
SDRwill be present for RFC 6337-2R] pattern 3 only.

RecordRoute String(s) Copied from the SIP INVITE Request if the Response
establishes a Dialog.

Response Content Type ‘ Notes

May include anSDP Session "Answer" (RFC 63324Rpattern 3), as pesection5: SDPCompliance
{5t {Saairzy ah-Z4Faiein 4)osma supported. T O W
May include ISUP, as per sectidnSIRI Compliance (ISUP in SIP)
Table 240utbound SIP INVITFEovisionaResponse Headers

Contact information is provided (if configured) for PRACK routing as per RFC-37$3 [R

Early Media with late offefPattern 4)is not supported. The INVITE Request ninastecontaired an
SDP session offéor Early Media to be successfully negotiated N2SIP

3.9.7 INVITE Responsguccess
N2SIP may use a final success SIP INVITE Responsg39)2€ither when:

1 Relaying a final success response received from the outbotretyBor
1 Sending an internally generated RTP media stream usingjriedimestablishment.

The response may include:

Response Attribute ‘ Type ‘ Notes
Response Status Code Integer 200 or 201299
Response Status Message String "OK" or other associated status message
Response Header ‘ Type ‘ Notes
Content of Table 6:Common Outbound SIP Response Headerd Jt dza X
RecordRoute String(s) | Copied from the SIP INVITE Request if the Response
establishes a Dialog.
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Allow String Configured value, or
"INVITE,ACK,BYE,CANCEL,OPTIONS,REGISTER,INFO
ContentType String OAGKSNI GF LILIX AOIF GA2YKARLIE X

GYdzt GALI NIk YAESRE GRBGF A YA
SDP will be present for RFC 63324Rpatterns 1 and 2.
Contact String(s) | Specifies contact address for other dialog transactions.

Response Content ‘ Type ‘ Notes

Mayincludel vy { 5t { S a@®RCH$3IRER4] Fafedn\Eor "Answer" (RFC 6337-fR] pattern 1),
as per sectiorb: SDPCompliance

May include ISUP, as per sectidnSIRI Compliance (ISUP in SIP)
Table 250utbound SIP INVITE Acceptance Response Headers

N2SIPexpectsACK on this response and implements the transport laydramsmission for INVITE
200 OK as described in-IR] section 172.1: INVITE Server Transaction.

Contact information is provided for ACK, BYE routing as per RFC 3Pg3 [R

3.9.8 ACK Reques$inbound, ALeg for Declined300-699 Status Code

N2SIP supports receiving the following attributes and headers in inbound ACK in the context of an
inbound ALeg SIP INVITé& which N2SIP responded with Status Code-G09.

Request Attribute Type ‘ Notes
Request Method ACK
Request Header Type ‘ Notes
Content of Table 2:Common Inbound SIP Request HeadlersLJt dza X

CSeq Present

.Method String INVITE

.Number Integer INVITE CSeq Number
Via Content of Table 2:Common Inbound SIP Request Head¥ia" Headez  LJf

.viabranch String Must matchexisting INVITE Transaction.

Table 26Inbound SIP ACK Request for INVITE afiN\REE Response 3699

Any content body for the ACK Requéesta Declined INVITE Ressltgnored.
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3.9.9 ACK Requesinpound, ALeg, forSucces200-299 Status Code

N2SIP supports receiving the following attributes and headers in inbound ACK as a new pseudo
Transaction in the context of an existing INVITE InbcAdthdgdialog for which N2SIP responded to
the INVITE Transaction withsuccesStatus Code 2xx.

Request Attribute Type ‘ Notes

RequestHeader Type ‘ Notes
Content of Table 2:Common Inbound SIP Request HeaBlersLJt dza X

CSeq Present
.Method String ACK
.Number Integer ACK CSeq Number
From Content of Table 2:Common Inbound SIP Request Headerem" Headek  LJf
.tag String Must bepresent as the remote Dialog tag.
To Content of Table 2:Common Inbound SIP Request Head&is' Headel LJt dz
.tag String Must be present athe local Dialog tag.
ContentType String 9AGKSNI &b LI AOFGA2YKkaRLE
aYdzZf GALI NIKYAESRe O2ydl A
SDP will be present for RFC 6332fRpattern 2 only.

Request Content Type ‘ Notes
Mayincludel y {5t { S&a&Az2y & 124] patiet\}; as per LétioBcSDBCompliance
May include ISUP, as per sectidnSIRlI Compliance (ISUP in SIP)
Table 27Inbound SIP ACK Request for INVITE Respod289

No response is generated for this ACK Request and no Transaction state model is created.
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3.9.10 PRACK Requestlfound, ALeg

N2SIP supports receiving the following attributes and headers in inbound PRACK as a new Transaction
in the context of an existing INVITE Inboukdlegdialog for which N2SIP responded to the initial
INVITE Transaction with Status Code-102 andwherd H { Lt 2 FFSNBR 2 NJ NBIj dzA NBF

The received PRACK Request fields are:

Request Attribute Type ‘ Notes

Request Header Type ‘ Notes
Content of Table 2:Common Inbound SIP Request HeadlersLJt dza X
CSeq Present
.Method String PRACK
.Number Integer PRACK<Eq Number
From Content of Table 2:Common Inbound SIP Request Head&m®ne HeadeE  LJt d
.tag String Must bepresent as the remote Dialog tag.
To Content of Table 2:Common Inbound SIP Request Headdi€ Heade® LJI dza
.tag String Must be present athe local Dialog tag.
Rack String Formed as per RFC 32621.

Table 28Inbound SIP PRACK Request for INVITE Respofi9101
Any content for the PRACK Request is ignored. RFC 633FgRtterns 4 and 5 are not supported.

Note that in thecase ofbackto-back treatment of a Provisional INVITE Response from 4begBo
the AlLeg the state machines of th€ RACK handling for theo call legs are entirely independent
from each other.Noinformation is passed between the two separate PRACK transactions.

3.9.11 PRACK Response (Declined)

If a wellformed PRACK Request is declined, then N2SIP will send a SIP Response with Status Code that
is not 2xxand constructed according to the rules defined in sec8dh6 Outbound SIP Response

The following is a list of the supported Status Codes, along with the most commorrioretrings
used when declining a wdtbrmatted PRACRequest. The list of strings is only indicative, and other
ErrorInfo strings may be returnedelling andiormat of these strings may change without notice.

Status Code Error-Info

481 <nonec¢ used whenPRACK does not match an unacknowledged reliable
provisional Response>

500 <Any other exception string generated internally during processing>
Table 29Indicative List of PRACK Codes and fnforStrings

3.9.12 PRACK Response (Accepted)
If the PRACK Requesaixcepted, N2SIP will generate a SIP Response with status 200 OK.
Response Header Type ‘ Notes

Content of Table 6:Common Outbound SIP Response Headelss
Table 300utbound SIP PRACK Response Headers

N-Squared N2SIP SEBPDPRTP PCS 2028 Page31of 95



N2SIPSIRSDPRTP Protocol Conformance Statement Version202408.1

3.10 INVITE ACK & PRA@Blient/Outbound A-Leg

3.10.1 Message Flow

This sectior8.10relates tothe scenario where N2SIP acting as a UAC performs a SIP INVITE Request
to initiate a new Dialog, anew Gall5 F2 NJ GKS LJdzN1J2aS 2F Sadlo0fAaKAY
Leg.

This section does not relate to BIVITE within an existing dialog, ssection 3.15 RelINVITE
(Client/Outbound) It does not relate to the attempt to terminate alleg in the context of an existing
A-Leg, sesection3.11 INVITE & ACK & PRACK (Client/Outbdhdg)

In either case, N2SIP will initiate an outbound SIP INVITE with the following message flow:

SIP INVITE (Outbound A-Leg)

N2SIP SIP-GW

| INVITE .
! Mo SDP Offer '

b

opt / [Authorization Required]
\_ 401 Unauthorized :

| INVITE
' No SDP Offer

Y___J

opt / [Tryingl

:_{ 100 Trying

/| 1
opt / [Ringing]

' 180 Ringing

i No SDP Permitted

= |

[ opt / [rello0]
' PRACK

1200 QK !
<

0 v

alt / [Declined]

v 300-6599
3

¥ _ 1

| ACK

[Accepted] '
v 200 0K
> SDP Offer Required

' ACK :
1 SDP Answer (Inactive)

| _RTP Inactive
[

FigureE¢ Outbound SIP INVIT&establish ALeg

SDP negotiation in the outboundl&eg SIP INVITE is limited to Pattern 2.

1 N2SIP will not send any SDP Offer.
1 The AParty must provide an SDP Offer in the 2xx INVITE Response.
f  N2SIRwill provide aplaceholdei A y I OG A @S¢E {5t ! yagSNI Ay GKS 1/

No RTP stream is active at this time. The RTP will start oncelLtbg & internal RTP stream is active.
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3.10.2 INVITE Outbound Request
N2SIP supports sending the following attributes and headers in outbound INVAIEEg

Type ‘ Notes

Request Method INVITE

Request Header Type ‘ (\[0] (]
Content ofTable 72 LJt dza X
Content of Table 9:Digest Authentication Request Head&rs LJf dza X
From Always present.

.URI String Alwaysésip£ URI scheme.

Determined from service logigrovideddéCalling Party Address
with configured public host/domain.

.tag String Always present as the local Dialog tag.
To Always present.
.URI String Alwaysésip£ URI scheme.

Determined from service logijgrovideddCalled Party Addreés
with configured public host/domain.

.tag String Never present.
Contact String Must be present. May be repeated.
Only one Contact per header line is supported.
ContentType String Never present
Require String amnaNBfté YIe 08 dzaSRXI RSLISYR
Supported String amMmnnNBfté& YI@& 6S dzaSRXI RSLISYR
P-Assertedldentity String The topmost inbound Aeg INVITE tAssertedL RSy G A i & ¢

according to RFC 3323-2R] and RFC 3325-fR] may be copied
to the BLeg outbound INVITE, depending on configuration.

P-ChargingVector String The topmost inbound A $3 L b-Ghargirgg: SO0 2 NE K
may be copied to the-Beg outbound INVITE, depending on
configuration.

P-Preferred|dentity String The topmost inbound A $3 L b-Rréfetrédl RSy (1 A (i & §

according to RFC 3323-2R] and RFC 3325-fR] may be copied
to the BLeg outbound INVITE, dependingaamfiguration.

Privacy String The topmostinboundA S3 Lb+L¢9 dat NAR Gl O
RFC 3323 [R0] and RFC 3325-R] may be copied to the-Beg
outbound INVITE, depending on configuration.

Table 310utbound SIP INVITE Requesi-Leg

No Content is present in the SIP INVITE Request. ISUP is never included in an outbegr8DP® is
not present since only Pattern 2 is supported.

3.10.3INVITE Client Transaction

N2SIP will create a SIP Client INVITE Transaction for the SIP INVITE Request as desetitjed in [R
section 17.1.1: INVITE Client Transactiand [R10] Figure 5and will obey the timers and
retransmission rules defined by this state machine.
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3.10.4 INVITE Response (Declined)
N2SIP will accept a wdtirmatted SIP Response with Status C866-699.

A 401 response will cause atrg using Digest Authentication. This requires that a username and
password be configured within the N2SIP for thedad SIP Peer associated with the endpoint.

Any other value wilbe returned to the service logto allow it to decide how to proceed

The following Response content may be present.

Response Attribute Type ‘ Notes
Response Status Code Integer 300699
Response Status Message String <Associated Status Message>
Response Header Type ‘ Notes
Content of Table 82 LJt dza X
Contact String Optional. Redirection Contact, e.g. for 302 Response
Reason String Optional. Reason as per RFC 33269R
.protocol String G{ Latvédey pné 2NJ 20 KSNJ @t £ dzd
.cause Integer 16 or other value.
text String GESNYAYI GSRE 2N 2GKSNJ @t
<Any> String Used for passthrough or custom service logic.

Table 32Inbound SIP INVITE 3699 Response Headers

3.10.5 INVITE Responé@rovisional, Trying)

N2SIP will accept a provisional 100 Trying respowech will stop the retransmission of the SIP
INVITE Requestt is notpassed to the controlling service logic.

Note that accordingto RFC 32620 6 = wSf Al 6f S t NP@AaAA2Y I wSalLlRyas:
Responses.

3.10.6 INVITE Response (Provisional)
The N2SIP platform accepts 180 as an indication of Ringing, as well as oti€018l/ITE Responses.

No Content is permitted:

9 This Provisional responseaynot contain any SDP content, since only Pattern 2 is supported.
9 No ISUP content is supportéat this ALeg outcall scenario

A PRACK will be performed if required.

Response Attribute Type ‘ Notes
Status Code Integer 180 orother 101199 status code
Status Message String "Ringing" or other status message
Response Header Type ‘ Notes
Content of Table 82 LJ dza X
Require String "100rel" indicates if PRACK is required.
RSeq Integer Response sequence number if PRACK is required
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Contact String May be present to indicate Contact for PRACK.

ContentType String Never present.

RecordRoute String(s) May be present if the Response establishes a Dialog
a Dialogspecific Route applies.

<Any> String Used for passthrough or custom service logic.

Table 33Inbound SIP INVITE Ringing Response Headers

Contact information (if provided) is used for PRACK routing as per RFC 3283 [R

3.10.7 INVITE ResponsBuccess
The N2SIP platform accepts 28@tus code INVITE Resporiseconfirm the A-Legoutcall INVITE

dialog.

This must contain an SDP Offer from thedxty.

Response Attribute Type Notes
Response Status Code Integer Must be200. Other codes are natccepted.
Response Status Messag String "OK" or other associated status message
Response Header Type Notes

Content of Table 8:Z

LJt dza X

Response Content

Allow String "INVITE,ACK,BYE,CANCEL,OPTIONS,REGISTER,INFO,H
ContentType String Mustbed | LILIE A OF GA2Yy k & RLE @
OnlyRFC 6337 [R4] pattern 2is supported
Contact String Specifies contact address for other dialog transactions.
RecordRoute String(s) May be present if the Responsstablishes a Dialog and a
Dialogspecific Route applies.
<Any> String Used for passthrough or custom service logic.

Notes

Musto S |y

{5t

{ Saani 2 y24]jpattanT2$ asper seatidh! SDECopiiance w

Table 34inbound SIP INVITE Acceptance Response Headers

Contact information (if provided) is used for ACK, BYE routing as per RFC-32p3 [R
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3.10.8 ACK RequesD(tbound, ALeg, for Declined 36899 Status Code

N2SIPsends the following attributes and headers in outbound ACK in the context of an INVITE
OutboundA-LegClient Transaction for which N2SIP received a Response with Status Ceg#9300

Request Attribute Type ‘ Notes
Request Method ACK
RequestHeader Type ‘ Notes
Content ofTable 722 LJt dza X

CSeq Present

.Method String INVITE

.Number Integer INVITE CSeq Number
Via Content of Table 7:"Via" Headex LJ dza X

.viabranch String Must match existing INVITE Transaction.

Table 350utbound SIP ACK Request for INVITE atid\REE Response 3699

No content body is created for the ACK Request Declined Status Code

3.10.9 ACK RequesD(tbound, ALeg, for Success 200 Status Gode

N2SIP sends ACK as a new psetm@msaction in the context of an existing INVAIEegOutbound
Client dialog for which N2SIP received an INVITE Response with Statu®Code 2

Request Attribute Type ‘ Notes
Request Method ACK
Request Header Type ‘ Notes
Content of Table 7.z LJt dza X

CSeq Present

.Method String ACK

.Number Integer ACK CSeq Number
From Content of Table 7:"From" HeadeE LJ{ dza X

.tag String Alwayspresent as the local Dialog tag.
To Content of Table 7:"To" Headek LJf dza X

.tag String Alwayspresent as the remote Dialog tag.
ContentType String Willbed | LILIX A OL G A2y kaRLIE

OnlyRFC 6337 [R4] pattern 2is supported
Route String(s) Will be present if a Dialegpecific route applies.
Request Content Type ‘ Notes
This will be aplaceholderd A y I QA @ FéSaa A2y a! y-a4pfhiein 2)paw @f seatial:o
SDPRFCompliance

Table 360utbound SIP ACK Request for INVITE atid\REE Response 200

No response is expected for this ACK Request and no Transaction state model is created.
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3.10.10 PRACK Requefiytbound, ALeg

Where PRACK a@pplicable, N2SIP sends the following attributes and headers in outbound PRACK as
a new Transaction in the context of an existing INVITE Outbound Client dialog for which a Response
with Status Code 10199 has been received.

Request Attribute Type ‘ Notes
Request Header Type ‘ Notes
Content of Table 722 LJt dza X

CSeq Present

.Method String PRACK

.Number Integer PRACK CSeq Number
From Content of Table 7:"From" HeadeE LJf dza X

.tag String Alwayspresent as the local Dialog tag.
To Content of Table 7:"To" Headek LJf dza X

.tag String Alwayspresent as the remote Dialog tag.
RAck String Formed as per RFC 32621R.

Table 370utbound SIP PRACK Request for INVITE Respoyig9101

No content body isreated for the PRACK Request.

3.10.11 PRACK Response (Declined)

N2SIP accepts a SIP Response with Status Code that is ndttsxs an error case and will result in
forced teardown of theoutbound ALegINVITE transaction.

Response Header Type ‘ Notes
Content of Table 6:Common Outbound SIP Response Headelys
Table 38Inbound SIP PRACK Response Headers

3.10.12 PRACK Response (Accepted)

N2SIP accepts a SIP Response with status 200 OK as successful transmission and reception of the
associated Provisional Response.

Response Header Type ‘ Notes
Content of Table 6:Common Outbound SIP Response Headelys
Table 39Inbound SIP PRACK Response Headers
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3.11 INVITE & ACK & PRACK (Client/Outbd&ibeg)

3.11.1 Message Flow

This sectiorB.10relates to the scenario where N2SIP acting as a UAC performs a SIP INVITE Request
to initiate a new Dialog, a new GHll for the purpose of creating alk2g which will be connected with
an existing ALeg, with N2SIP performing the role of a béatbackSIP User Agent.

This section does not relate to -tBIVITE within an existing dialog, s&15 RelINVITE
(Client/Outbound)

N2SIP will initiate an outbound SIP INVITE with the following message flow:

SIP INVITE (Outbound B-Leg)

N2SIP SIP-GW

| INVITE

I
i
=

L

opt / [Authorizatinn:Required]

' 401 Unauthorized !

FINWITE !

nEtl / [Trying] !

:{ 100 Trying !

opt / [Ringingl

:{ 180 Ringing

¥

opt / [relloo]

, PRACK

' 200 0K

alt [Declined]
'{ 300-6985

CACK
[Accepted]

. 200 0K

-

' ACK

' RTP Interaction
=

[Early i‘ledia]
:_' 1583 Early Media

opt J [rello0]l
'+ PRACK

| 200 0K
™

FigureF¢ Outbound SIP INVITE

When using RFC 6337 Pattern 1 or Pattern 3, then the SIP INVITE Request will contain an SDP Offer
which is the SDP Offer provided by thé&.dg.
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The SIP INVITE Request may contain ISUP, if this call is using ISUP.

3.11.2 INVITE Outbound Request
N2SIP supports sending the following attributes and headers in outbound INVATELeg

Type ‘ Notes

Request Method INVITE

Request Header Type ‘ Notes
Content of Table 7 LJ dza X

Content of Table 9:Digest Authentication Request Heada&rs LJI dza X

From Always present.
.URI String lfglea GairLlyé ! wL aoOKSYSo
Determined from service logicIN2 A RSR &/ |  f

with configured public host/domain.

.tag String Always present as the local Dialog tag.
To Always present.

.URI String lfglea GairLlyé ! wL aoOKSYSo
Determined from service logicINE A RS R &/ | £ €
with configured public host/domain.

.tag String Never present.

Contact String Must be present. May be repeated.
Only one Contact per header line is supported.
ContentType String OAGKSNI aF LILIX AOIF GA2YKARLE I 4

GYdzt GALI NIk YAESRE O2yiGl AyAy
SDP will be present for RFC 6332fRpatterns 1 and 3 only.

Require String amnnNBfé¢ Yire 068 dzaSRX RSLISy
Supported String amMmnnNBfté YIFIe 6S dzaSRX RSLISy
P-Assertedldentity String The topmost inbound Aeg INVITE tAsserted. RSy i A

header according to RFC 33232% and RFC 3325-{H] may
be copied to the B.eg outbound INVITE, depending on
configuration.

P-Chargingvector String The topmost inbound A S 3 L b-Ghargirg SID G 2 NE
may be copied to theBeg outbound INVITE, depending on
configuration.

P-Preferredldentity String The topmost inbound A S3 L b-Rréfetr€dl RSy G A G
header according to RFC 33232/ and RFC 3325-fH] may
be copied to the B.eg outbound INVITE, depending on
configuration.

Privacy String The topmost inboundA S3 LbxL¢9 &t NA Ot
to RFC 3323 [R0] and RFC 3325-H] may be copied to the-B
Leg outbound INVITE, depending on configuration.

Request Content Type ‘ Notes

Mayincludel y {5t {Saaixz2y ahFFSNE O6wC/ coorT-LegiNVITE |
Request Content, as peection5: SDPCompliance
May include ISUP, as per sectidnSIRI Compliance (ISUP in SIP)

Table 400utbound SIP INVITE RequedsLeg
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3.11.3INVITE Client Transaction

N2SIP will create a SIP Client INVITE Transaction for the SIP INVITE Request as desetibjed in [R
section 17.1.1: INVITE Client Transactiand [R10] Figure 5and will obey the timers and
retransmission rules defined by this state machine.

3.11.4 INVITE Response (Declined)

N2SIP will accept a wdtirmatted SIP Response with Status Code-G99.

Version202408.1

A 401 response will cause atrg using Digest Authentication. This requires that a username and
password be configured within the N2SIP for thedad SIP Peer associated with the endpoint.

For other valuesthe Status Code will be passed through to tomtrolling service logic. The service
logic may decide to return this value back to th&eg (if possible), or it may decide to attempt other

call control actions.

The following Response content may be present.

Response Attribute Type ‘ Notes

Response Status Code Integer 300-699

Response Status Message String <Associated Status Message>
Response Header Type ‘ Notes

Content of Table 83X LJ dza X

Contact String Optional. Redirection Contact, e.g. for 302 Response
Reason String Optional. Reason as per RFC 33264R

.protocol String G{Lté¢zZ avoypné 2NIJ 20KSNJ

.cause Integer 16 orother value.

text String GESNYAYI GSRE 2N 2GKSNJ @t
<Any> String Used for passthrough or custom service logic.

Table 41inbound SIP INVITE 3699 Response Headers

3.11.5 INVITE Response (Provisional, Trying)

N2SIP will accept a provisional 100 Tryiegponse, which will stop the retransmission of the SIP
INVITE Request. Itis not passed to the controlling service logic.

Note that accordingto RFC 3262 6 = WSt Al 6f S t NPOAAA2Y | §

Responses.

3.11.6 INVITE Response (Provisional)

WwSA LR YA S

N2SIP platform will acceptrovisional 1xx INVITE Respoifreen the BLeg, with or without SDP..¢e
180 Ringing witmo SDP. 180 Ringing with SDPcistom ring tone, 183 Session Progredth SDP
for early media using Pattern 3, etc.

If the BLegprovisional responseontains SDP then that SDP will be passed back to 4beglas
described m section5: SDPCompliance The B_.eg SDP may be normalised towards thked as
described irsection5.4: SDP Normalisation {feq)

a) If the ALeg is an inbound SIP INVITE Request and N2SIP has not yet sentNVf{ifal
Response, then the SO#ovided by the B_eg provisional respongesing Pattern 3vill be
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sent in a corresponding provisioniakx response to the A.egusing the same provisional

status code

b) If the ALeg is an outbound SIP INVITE Request, ordbegAvasnbound,but a final INVITE
Response has been sent, then the SDP provided by-tiegBrovisional response will be sent
in an outbound SIP fNVITE request to the-Leg.

If the BLeg provisional response does not contain SDP, then a wider range of processing options exist.
If the ALeg is inbound and incomplete, then the provisional response is typically ptssedh.

1) If the ALeg is an inbound SIP INVITE Request and N2SIP has not yet sentNVfiFal
Response, therN2SIP will send @orresponding provisional response to the.dgusing the
same status code, with no SDP.
2) 9EOSLIiAZ2Y (2 oOmM0O L2 NUKSO 20BYQH ONR WRAVERYE ¢ 2 LI
Leg provisional status code is 180 Ringing, and the most recent provisional status code sent to
the ALeg was also 180 Ringing without SDP, then the@estived BLeg provisional response
is considead redundant and isot passed on to the Aeg.

If the ALeg isoutbound, or inbounccomplete, then the provisional response is typicalby passed
through.

3) If the ALeg is an outbound SIP INVITE Request, ordbegAvas inbound but a final INVITE
Response has been sent, then th&dy provisional response will be discarded and will not be
sent to the ALeg.
4) 9EOSLIiA2Y (G2 600 F2N GAYVISKFI GAWAFRY IR yISA ASD yi
enabled and configured, and thell®g provisional status code is 180 Ringpnpwithout SDP
then N2SIP will initiate Internal Ring Tone Generation.

Internal Ring Tone Generation is an N2SIP feature whiclietdct the indicated specific scenario
FNBY 600 FYyR gAftf SadrotAriak I f20Ff we¢t aGNBFY S
where the received #arty 180 Ringing cannot be passed back to HraAy.
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The following INVITE Response structure is accepted for this purpose.

Response Attribute Type ‘ Notes
Status Code Integer 180 or other 101199 status code
Status Message String "Ringing" or other status message
Response Header Type ‘ Notes
Content of Table 8% LJ dza X
Require String "100rel" indicates if PRACK is required.
RSeq Integer Response sequence number if PRACK is required
Contact String May be present to indicate Contact for PRACK.
ContentType String OAGKSNI G LILX AOF A2y Ka&RLIE

GYdzt GALI NIk YAESRE O2y il A
SDP will be present for RFC 6332{4RRpattern 3.

RecordRoute String(s) May be present if the Response establishes a Dialog
a Dialogspecific Route applies.

<Any> String Used forpassthrough or custom service logic.
Response Content Type ‘ Notes
Mayincludel y {5t { Saairzy a124] paednN}, as par @étiobBecSDBCOMpliance
May include ISUP, as per sectidnSIRI Compliance (ISUP in SIP)
Table 42inbound SIP INVITHEovisionaResponse Headers

Contact information (if provided) is used for PRACK routing as per RFC 3283 [R

3.11.7 INVITE Responseuccess

TheN2SIP platform accepts 200 or other successful response to confirm the INVITExdta®&
Party.

When using Pattern 1, this must contain the SDP Answer to the Offer provided irLgge HP INVITE
Request. When using Pattern 2, this must contain the SDP Offer that we will pass theébe A

The SDP will be passed back to theefy as described section5: SDRCompliance The BLeg SDP
may be normalised towards thelfeg as described i6.4: SDP Normalisation {feg)

a) If the ALeg is an inbound SIP INVITE Request and N2SIP has not yet sentNVf{ifal
Response, themny SDP provided by thelBegfinal response will be sent itihhe corresponding
successfulinal 2xxresponse to the A.egusing the same success status code

b) If the ALeg is an outbound SIP INVITE Request, or4hegAvas inbound but a final INVITE
Response has been sent, then the SDP provided by-tlegihal response will be sent in an
outbound SIP réNVITE request to the-eg.

The supported 2xx INVITE Response attributes are:

Response Attribute Type N[0} =15
Response Status Code Integer 200 or 201299
Response Status Messag String "OK" or other associated status message

Response Header Type Notes
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Content ofTable 82 LJt dza X
Allow String "INVITE,ACK,BYE,CANCEL,OPTIONS,REGISTER,INFO,H

ContentType String QAGKSNI Gl LILX AOFA2YyKARLIE X
GYdzt GALI NIk YAESRE O2y il AyA
SDP will be present for RFC 63328Rpatterns 1 or 2.

Contact String Specifies contacddress for other dialog transactions.

RecordRoute String(s) May be present if the Response establishes a Dialog and
Dialogspecific Route applies.

<Any> String Used for passthrough or custom service logic.

Response Content Type Notes

Mayincludel y {5t {S&aairz2y amBF IMNE (EWE/ Hdo @ N24ppaticrd &)S
as per sectiorb: SDPCompliance

May include ISUP, as per sectidnSIRI Compliance (ISUP in SIP)
Table 43Inbound SIP INVITE AcceptaResponse Headers

Contact information (if provided) is used for ACK, BYE routing as per RFC-32p3 [R

3.11.8 ACK RequesD(tbound, BLeg, for Declined 36899 Status Code

N2SIP sends the following attributes and headers in outbound ACK in the context of an INVITE
Outbound BLeg Client Transaction for which N2SIP received a Response with Status G6€6.300

Request Attribute Type ‘ Notes
Request Method ACK
Request Header Type ‘ Notes
Content of Table 7.z LJt dza X

CSeq Present

.Method String INVITE

.Number Integer INVITE CSeq Number
Via Content of Table 7:"Via" Headex LJ{ dza X

.viabranch String Must match existing INVITE Transaction.

Table 440utbound SIP ACK Request for INVITE aild\REE Response 3699

No content body is created for the ACK Request.

3.11.9 ACK Requesb(tbound, BLeg, for Success 2@99 Status Code

N2SIP send&CK as a new pseudwoansaction in the context of an existing INVITE Outbound Client
dialog for which N2SIP received an INVITE Response with Status Code 2xx.

Request Attribute Type ‘ Notes
Request Method ACK
Request Header Type ‘ Notes
Content of Table 722 LJt dza X
CSeq Present
.Method String ACK
.Number Integer ACK CSeq Number
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From Content of Table 7:"From" HeadeE LJf dza X
.tag String Alwayspresent as the local Dialog tag.
To Content of Table 7:"To" Headek LJf dza X
.tag String Alwayspresent as the remote Dialog tag.
ContentType String 9AGK S NJ &b LILX A OFridArzyka I?LJé
aYdzZf GALI NIUKYAESRe O2ydl A
SDP will be present for RFC 63324Rpattern 2.
Route String(s) Will be present if &ialogspecific route applies.
Request Content Type ‘ Notes

Mayincludel y {5t { S&aaArzy & i24] patiet N} copiesf®m the Aeg,@s pdngection
5: SDRCompliance

May include ISUP, as per sectidnSIRI Compliance (ISUP in SIP)
Table 450utbound SIP ACK Request for INVITRatdVITE Response 2009

No response is expected for this ACK Request and no Transaction state model is created.

3.11.10 PRACK Requefiytbound, BLeg

Where PRACK is applicable, N2SIP sends the following attributes and headers in outbound PRACK as
a new Transaction in the context of an existing INVITE Outbound Client dialog for which a Response
with Status Code 10199 has been received.

Request Attribute Type ‘ Notes
Request Header Type ‘ Notes
Content of Table 7.z LJt dza X

CSeq Present

.Method String PRACK

.Number Integer PRACK CSeq Number
From Content of Table 7:"From" HeadeE LJ{ dza X

.tag String Alwayspresent as the local Dialog tag.
To Content of Table 7:"To" Headek LJf dza X

.tag String Alwayspresent as the remote Dialog tag.
RAck String Formed as per RFC 32621H.

Table 460utbound SIP PRACK Request for INVITE Respoyig9101
No content body is created for the PRACK Request.

Note thatbecause N2SIP does not support any SDP Patterns which involve PRACK, then the PRACK
handling on the A.eg and B.eg is not synchronizedVhen PRACK is used on both legs, the PRACK
Request/Response timing is entirely independent for each leg.
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3.11.11 PRACK Response (Declined)

N2SIP accepts a SIP Response with Status Code that is natt?sxs an error case and will result in
forced teardown of the INVITE transaction.

Response Header Type ‘ Notes
Content ofTable 6:Common Outbound SIP Response Heades
Table 47Inbound SIP PRACK Response Headers

3.11.12 PRACK Response (Accepted)

N2SIP accepts a SIP Response with status 200 OK as successful transmission and reception of the
associatedProvisional Response.

Response Header Type ‘ Notes
Content of Table 6:Common Outbound SIP Response Headelys
Inbound SIP PRACK Response Headers
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3.12 CANCEL (Server/Inbound)

3.12.1 Message Flow
N2SIP supports inbound SIP CANCEL Requests as part of inbound INVITEN\AAE r€ransactions.

SIP CANCEL (Inbound)

| SIP-GW | N2SIP

T
| CANCEL :
[CANCEL )

alt  J/ [Transaction' Found]

' 200 (CANCEL) '
e

' 487 (INVITE) '
-—

[Transaction Not Found]
. 481 (CANCEL) ,
-

1
0 0

| SIP-GW N2SIP

FigureG¢ Inbound SIP CANCEL

3.12.2 CANCEL Inbound Request
N2SIP supports receiving the following attributes and headers in inbound CANCEL.

Request Attribute Type ‘ Notes
Request Header Type ‘ Notes
Content of Table 2:Common Inbound SIP Request HeaBlerd Jt dza X

Cseq Present

.Method String CANCEL

.Number Integer INVITE or dNVITE Cseq Number
Via G+xAl ¢ | STaRi&nSomma@ Ynbound SIP Request Headers

LJ dza X
.viabranch String Must match existing INVITE @-INVITE Transaction.

Table 48Inbound SIP CANCEL Request for INVITE dNV/R&
Any content body for the CANCEL Request is ignored.
Note that as per RFC 326118], Digest Authentication is not applicable to CANCEL Requests.

3.12.3 CANCEL ServBransaction

N2SIP will create a SIP Server4i€WITE Transaction for the SIP CANCEL Request as described by
[R-10] sectionl7.2.2: NOoANVITE Server Transact@md [R10] Figure 8and will obey the timers and
retransmission rules defined by this state machine.

3.12.4 CANCEL Response (Declined)

If a wellformed CANCEL Request is declined, then N2SIP will send a SIP Response with Status Code
that is not 2x»and constructed according to the rules defined in secB6 Outbound SIP Response
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The following is a list of the supported Status Codes, along with the most commoHrriorstrings

used when declining a wdlbrmatted CANCERequest. The list of strings is only indicative, and other
ErrorInfo strings may be returned. The spelling and formatting of these strings may change without
notice.

Status Code ErrorInfo

481 <nonec used when CANCEL does not match a known INVITHNYIEE
transaction>
500 <Any other exception string generated internally during processing>

Table 49Indicative List of CANCEbdes and Errdnfo Strings

3.12.5 CANCEL Response (Accepted)
If the CANCEL Request is accepted, N2SIP will generate a SIP Response with status 200 OK.
Response Header Type ‘ Notes

Content of Table 6:Common Outbound SIP Response Headelys
Table 500utbound SIP CANCEL Response Headers

Thecorresponding INVITE or-fRVITE transaction will be terminated with a 487 Status Code.
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3.13 CANCEL (Client/Outbound)

3.13.1 Message Flow

N2SIP supports outbound SIP CANCEL Requests as part of outbound INVITEHNMTEre
Transactions.

SIP CANCEL (Outbound)

|N25IP |5IP—'GW

v L

| CANCEL :
(CANCEL )

alt  J [Transaction Found]

' 200 (CANCEL) '
e

' 487 (INVITE)
e =

[Transaction Not Found]
. 481 (CANCEL) ,
-

L
T L)

|N2SIP SIP-GW

FigureH - Outbound SIP CANCEL

3.13.2 CANCEL Outbound Request
N2SIP uses the following attributes and headers in outbound CANCEL.

Request Attribute ‘ Type ‘ Notes
Request Header ‘ Type ‘ Notes
Content of Table 722 LJt dza X

CSeq Present

.Method String CANCEL

.Number Integer INVITE CSeq Number
Via "Via" Header fromTable 72 LJ dza X

.viabranch String Must matchexisting INVITE or #&lVITE Transaction.

Table 510utbound SIP CANCEL Request for INVITE dNYRE&
No content body is created for the CANCEL Request.
Note that as per RFC 32611B], Digest Authentication is not applicable to CANCEL Requests.

3.13.3 CANCECIlient Transaction

N2SIP will create a SIP Client ANVITE Transaction for the SIP CANCEL Request as described in [R
10] sectionl17.1.2: NoANVITE Client Transactiand [R10] Figure 6and will obey the timers and
retransmission rules defined by this state machine.

3.13.4 CANCEL Response (Declined)

N2SIP accepts a SIP Response with Status Code that is ndti2sxs an error case and will result in
forced teardown of the INVITE or-ieVITE transaction.
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Response Header Type ‘ Notes
Content of Table 8: only
Table 52Inbound SIP CANCEL Response Headers

3.13.5 CANCEL Response (Accepted)

N2SIP accepts a SIP Response with status 200 OK as clean teardown of the INVINKIBE re
transaction.

Response Header Type ‘ Notes
Content of Table 8: only
Table 53Inbound SIP CANCEL Response Headers

The corresponding INVITE ofrIMVITE transaction is expected to be terminated with a received 487
Status Code Response.

3.14 RelNVITE (Server/Inbound)

3.14.1 Message Flow
N2SIP accepts inbound SIANY/ITE Requests for the purpose of:

1 Clientinitiated SDP changes as partaickto-back user agenNVITE call control.
1 Clientinitiated activity testing (ping).

N2SIRwill accept reINVITE with SDP changelsen acting as a badk-back user agent between two
externallegs and willpasé KN2 dzZaK G KS {5t (G2 (GKS a20KSNE fS3o

N2SIP does not accept-l8VITE with SDP changes when it is generating the RTP stream packets as an
audio endpoint.

x

¢CKS a¢l NBSG wSTNBaKE-10nsereddigpartgd: t AGeé RSAONAOSR Ay
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SIP Re-INVITE (Inbound)

SIP-GW N2SIP
. ' . '
Re-INVITE

.
>

opt /) [Authorization Required]

401 Unauthorized
-

Re-INVITE

>

opt ) [Trying]
| 100 Trying
<

alt / IDeciinea]
300-699
e

-

ACK

Y

[Accepted]
200 0K
-

[

ACK

b
>

SIP-GW N25IP

Figurel - Inbound SIP R&VITE

3.14.2 RelNVITE Inbound Request
N2SIP supports receiving the following attributes and headers in inboulNMEE.

Request Attribute Type ‘ Notes
Request Method
Request Header Type ‘ Notes
Content of Table 2:Common Inbound SIP Request HeaBlerd Jt dza X
Content of Table 9:Digest Authentication Request Headers LJt dza X
From Content of Table 2:Common Inbound SIP Request HeadErsm" Header
LJ dza X
.tag String ‘ Must be present as the remotRialog tag.
To Content of Table 2:Common Inbound SIP Request Head&o$ HeadeE  LJf
.tag String Must be present as the local Dialog tag.
Contact String(s) Must be present.
ContentType String Must bed I LILIE A O lifijpresentf k & R LJE
SDP will be present for RFC 63324Rpattern 1.
Request Content Type ‘ Notes
For Clientinitiated SDP changes, must be an SDP Session "Offer" (RFC 6237 jRttern 1), as per
section5: SDRCompliance

Table 54inbound SIP R&VITE Request
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3.14.3 RelNVITE Server Transaction

If the reINVITE Transaction is accepted, N2SIP will create a SIP Server INVITE Transaction for the SIP
re-INVITE Request as described byl(Rsection17.2.1: INVITE Server Transactow [R10] Figure

7 and will obey the timers and retransmission rules defined by this state machine.

3.14.4 RelNVITE Response (Declined)

If a welformed reINVITE Request is declined, then N2SIP will s&i& &inal Response with a 300
699 Status Codeonstructed according to the rules defined in sect®®.6 Outbound SIP Response

The following Response content may be present.

Response Attribute Type ‘ Notes
Response Status Code Integer 300699
Response Status Message String <Associated Status Message>
Response Header Type ‘ Notes
Content of Table 6:Common Outbound SIP Response HedtlersJt dza X

Contact String Optional. Redirection Contact, e.g. for 302 Response
Reason String Optional. Reason as per RFC 33264R

.protocol String G{Lté¢zZ avoypné 2NIJ 20KSNJ

.cause Integer 16 or other value.

text String GESNYAYIlI GSRE 2N 2GKSNJ @t

Table 550utbound SIReINVITE 30899 Responsdeaders

¢CKS F2fft2¢6Ay3a Aa | fAad 2F GKS adl yRHnRBingsRS Of Ay
(if applicable) used when declining a weltmatted re-INVITE Request. The list of strings is only
indicative, and other Errainfo strings may be returned. The spelling and formatting of these strings

may change without notice.

Status Code Error-Info

Any Response froriTable 12Digest Authorization Common Response Cades$ Jt d
ANY Upstream relNVITE was declined.
488 Upstream reINVITE was lost.
Table 56Indicative List of RENVITE Codes and Erinfo Strings

Note that an error SIP Response on initial processing may occur before or after the sending of the 100
Trying Responsesee sectiorB8.14.5 ReINVITE Response (Provisional, Trying)
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3.14.5 RelNVITE Response (Provisional, Trying)

For Clientinitiated SDP change 4&IVITEs, N2SIP will (if configured to do so) immediately generate a
provisional SIP Response with Status Code 100 Trying to indicate that the Request has been accepted
for passthrough.

Response Attribute ‘ Type ‘ N[o] =15
Response Status Code Integer 100
Response Status Message String "Trying"
Response Header ‘ Type ‘ Notes
Content of Table 6:Common Outbound SIP Response Headeitg

Table 570utbound SIP R&IVITE 100 Trying Response Headers

Note that accordingto RFC32620ifp 8 = wSf Al 6f S t NP@GAaA2Yy I wSaLRya!
Responses.

3.14.6 RelNVITE Response (Provisional)

Provisional Responses with Status Code- 1194 are not sent for inbound #NVITE Requests.

3.14.7 ReINVITE Response (OK)
The following Response structure is used for inbountNMITE if the INVITE is accepted.

Response Attribute Type N[o] =15

Response Status Code Integer 200 or 201299

Response Status Messag String "OK" or other associated status message

Response Header Type Notes

Content of Table 6:Common Outbound SIP Response Heatler&Jt dza X

Allow String Configured value, or
"INVITE,ACK,BYE,CANCEL,OPTIONS,REGISTER,INFO,H

ContentType String Must bed I LILI A O lifipres2nf k & R LI
SDP will be present for RFC 6332fRpattern 1.

Response Content Type Notes

For Clientinitiated SDP changes, will be an SDP Session "Ans{RIFC 6337 [R4] pattern 1) copied
FNRY (KS 20K S N3perSatod: SDRSamplianta S

Table 580utbound SIP R&IVITE Acceptance Response Headers

For Clientinitiated SDP changes this Response is passed through from the other Leg.

N2SIP waits for the ACK on this response and implements the transport layanseission for re
INVITE 200 OK as described HiQRsection17.2.1: INVITE Server Transaction
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3.14.8 ACK Requesinpound br Declined 30®9 Status Code

N2SIP supports receiving the following attributes and headers in inbound ACK in the coiareit of
inbound reINVITE within an existing\VITEDialog whereN2SIP respondetb the re-INVITEwith
Status Cod800-699.

Request Attribute Type ‘ Notes
Request Method ACK
Request Header Type ‘ Notes
Content ofTable 2:Common Inbound SIP Request HeaBlerd Jf dza X

CSeq Present

.Method String INVITE

.Number Integer re-INVITE CSeq Number
Via Content of Table 2:Common Inbound SIP Request Head¥ts' Header,

LJ dza X
.viabranch String Must matchexisting reINVITE Transaction.

Table 59Inbound SIP ACK RequestRedNVITE Response 3609

Any content body for the ACK Request is ignored.

3.14.9 ACK Requesinpound br Success 20P99 Status Code

N2SIP supports receiving the following attributes dmhders in inbound ACK as a new pseudo
Transaction in the context of ainbound relNVITE within an existing\VITEDialog where N2SIP
responded to the rdNVITE with Status Code 2xx.

Request Attribute Type ‘ Notes
Request Method ACK
Request Type ‘ Notes
Content of Table 2:Common Inbound SIP Request HeaBlerd Jf dza X
CSeq Present
.Method String ACK
.Number Integer ACK CSeq Number
From Content ofTable 2:Common Inbound SIP Request Headersm" Headey
LJ dza X
.tag String Must be present as the remote Dialog tag.
To Content of Table 2.Common Inbound SIP Request Head&es Headet
LJX dza X
.tag String Must be present as the local Dialog tag.
ContentType String Never Present

Table 60Inbound SIP ACK RequestRedNVITE Response 2209

No response is generated for this ACK Request and no Transaction state model is created.

3.14.10 PRACK Request

ReceivingPRACKRequests inot applicable for rdNVITE as N2SIP does not send Responses with
Status Code 10199 for inbound reNVITEs.
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3.15 RelNVITE (Client/Outbound)

3.15.1 Message Flow
N2SIP uses outbound SIPIN/ITE Requests for the purpose of:

1 Suspending and reconnecting RTP flioe ALeg when changing the-lR:g as part of
passthrough INVITE call control.

1 Passing through Cliemmitiated SDP changes as part of passthrough INVITE call control.

1 Activity testing (ping).

N2SIP will accepghbound re-INVITE with SDP changes when acting as atbadu#ck user agent
between two external legs and wilke outbound rdNVITEassi K N2 dzZ3 K (G KS {5t
acting as a baeto-back user agent

¢CKS 6a¢l NBSG wSTNB &K ¢ -10fidagveruposfed.t A e RSaONR 6

SIP Re-INVITE (Outbound)

N25IP SIP-GW
| |

Re-INVITE

>

opt ) [Authorization Required]

__ 401 Unauthorized
-

Re-INVITE

-

opt ) [Trying]
_ 100 Trying

alt / [Declined]
_ 300-699

-

ACK

Y

[Accepted]
200 0K

ACK

Y

i i
N2SIP SIP-GW

FigureJ- Outbound SIP R&IVITE
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3.15.2 ReINVITE Outbound Request
N2SIP supports sending the following attributes and headers in outboulNME E.

Request Attribute Type ‘ Notes
Request Header Type ‘ Notes
Content of Table 722 LJt dza X
Content of Table 9:Digest Authentication Request Headers LJt dza X
From Content of Table 7:"From" HeadeE LJ{ dza X
.tag String ‘ Always present as the local Dialog tag.
To Content of Table 7:"To" Headek LJt dza X
.tag String Always present as the remote Dialog tag.
Contact String(s) Will be present.
ContentType String Willbed | LILI A O tifjpresenf k & R LJE
SDP will be present for RFC 63324Rpattern 1.
P-ChargingVector String May be a copy qf the topmostAianurld[AS 3 3 I: t}wA_L L d
Chargingt SOU2NE KSI RSNE RSLISYH
Request Content Type ‘ Notes
" Whensuspending ALeg RTP, will be an SDP Session "Offer” (RFC 6337 patern 1), as per ScB |
Compliance
When reconnecting4 S3 we¢t X gAftt 6S Iy {5t {Saairzy ahi
Leg, as per sectioh: SDRCompliance
ForClentA Yy AGALF GSR {5t OKFIy3aSaz gAiftt oS Iy {5t {]
other Leg, as per sectioh: SDRCompliance

Table 610utbound SIP R&IVITE Request

3.15.3 RelNVITE Client Transaction

N2SIP will create a SIP Client INVITE Transaction for the |[SNAT& Request as described iR
section 17.1.1: INVITE Client Transactiand [R10] Figure 5and will obey the timers and
retransmission rules defined by this state machine.

3.15.4 RelNVITE Response (Declined)
N2SIP will accept a wdtirmatted SIP Response with Status Code-Ga9.

A 401 response will cause atrg using Digest Authentication. This requires that a username and
password be configured within the N2SIP for thedad SIP Peer associated with the endpoint.

For other values:

1 When attempting to suspend anléeg, the A_eg will be disconnected.

1 Whenattempting to reconnect an Aeg to a new Reg, the Status Code will be returned to
the service logic.

1 When passing through Clieirtitiated SDP changes, the Status Code will be passed through
to the originating Client.

1 When performing an activity test, the call will be disconnected.
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The following Response content may be present.

Response Attribute Type ‘ Notes
Response Status Code Integer 300699
Response Status Message String <Associated Status Message>
Response Header Type ‘ Notes
Content of Table 8 LJt dza X
Reason String Optional. Reason as per RFC 33269R
.protocol String G{LtéX aGvaoypné 2N 2GKSNJ
.cause Integer 16 or other value.
text String GESNYAYIlI GSRE 2NJ 2GKSNJ gt

Table 62Inbound SIP R&VITE 30699 ResponskHeaders

3.15.5 RelNVITE Response (Provisional, Trying)

N2SIP will accept a provisional 100 Trying response. It is not processed. In the case of passthrough
re-INVITE, it is not relayed to the originating Client because N2SIP sends its own provisional 100 Trying
response on reception of the #\VITEs per sectio.14.5 ReINVITE Response (Provisional, Trying)

Note that accordingto RFC32620ifp 8 = wSf Al 6f S t NP@GAaA2Yy I wSaLRya!
Responses.

3.15.6 RelNVITE Response (Provisional)

Provisional Responses with Status Code- 194 are not accepted for outbound-&lVITE Requests.

3.15.7 RelNVITE Response (OK)

The N2SIP platform accepts 200 or other successful response for outbciMW IfeE.

1 When attempting to suspend anlfeg, processing will continue.

1 When attempting to reconnect an-Leg to a new Reg, the Status Code will be passed
through to the BLeg. The originating and terminating endpoints will initiate an RTP stream.
N2SIP remains in the call control path but is not part of the RTP stream.

1 When passing through Cliemtitiated SDP changes, the Status Code will be passed through
to the originating Client.

1 When performing an activity test, the call will continue.
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3.15.8 ACK Request (Outbound for Declined-899 Status Code)

N2SIP sends the following attributes and headers in outbound ACK in the contextutbanndre-
INVITE Client Transaction (on any leg) for which N2SIP received a Response with Status@3tde 300

Request Attribute Type ‘ Notes
Request Method ACK
Request Header Type ‘ Notes
Content ofTable 722 LJt dza X

CSeq Present

.Method String INVITE

.Number Integer re-INVITE CSeq Number
Via Content of Table 7:"Via" Headex LJ dza X

.viabranch String Must match existing ¥NVITE Transaction.

Table 630utbound SIP ACK RequestHBiNVITE Response 3699

No content body is created for the ACK Request.

3.15.9 ACK Request (Outbound fBuccess 26299 Status Code)

N2SIP sends ACK as a new pselrdmsaction in the context of an existirgINVITE Outbound Client
dialog for which N2SIP received all/ITE Response with Status Code 2xx.

Request Attribute Type ‘ Notes
Request Method ACK
Request Header Type ‘ Notes
Content of Table 7.z LJt dza X

CSeq Present

.Method String ACK

.Number Integer ACK CSeq Number
From Content of Table 7:"From" HeadeE LJ{ dza X

.tag String Alwayspresent as the local Dialog tag.
To Content of Table 7:"To" Headek LJf dza X

.tag String Alwayspresent as the remote Dialog tag.
ContentType String Never Present
Route String(s) Will be present if a Dialegpecific route applies.

Table 640utbound SIP ACK Request foiNR&TE Response 2009
No content body is created for the AG€quest.

No response is expected for this ACK Request and no Transaction state model is created.

3.15.10 PRACRequest

N2SIP will never serRRACIRequests abl2SIP does nacceptResponses with Status Code 189
for outbound reINVITEs.
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Responseittribute ‘ Type ‘ Notes
Response Status Code Integer 200 or 201299
Response Status Message String "OK" or other associated status message
Response Header ‘ Type ‘ Notes
Content of Table 82 LJt dza X
ContentType String Must bed I LILI A O lifijpres2nf k & R LJE
SDP will be present for RFC 6332fRpattern 1.
<Any> String Used for passthrough or custom service logic.
Response Content ‘ Type ‘ Notes
When suspending or reconnecting-lleg RTP, and for Clieimitiated SDPchanges, must be an an SDP
Session "Answer" (RFC 6337 pattern 1), as per sediddDRCompliance

Table 65Inbound SIP R&VITE Acceptance Response Headers
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3.16 BYE (Server/Inbound)

3.16.1 Message Flow
N2SIP supports inbound SIP BYE Requests in the context of an existing, confirmed SIP Dialog, which
may have arisen from either incall or outcall scenarios.

SIP BYE (Inbound)

| SIP-GW | | N2SIP |

L)

| BYE

L)

i

i
—
i

X Check Access 2
oEt / [Authorization ‘lequired]

. 401 Unauthorized ,

' BYE =

L Ll

L} [Success] X
: Teardown INVITE
L ’
i i
¢ 200 0K :
[Declifed] :
' 300-699

| SIP-GW | | N2SIP |

FigureK- Inbound SIP BYE

3.16.2 BYE Inbound Request

N2SIP supports receiving the following attributes and headers in inbound BYE.

Request Attribute Type ‘ Notes
Request Method BYE
Request Header Type ‘ Notes
Content of Table 2:Common Inbound SIP Request HeadgltsX
From Content of Table 2:Common Inbound SIP Request HeadErsm" Header
LJ dza X
.tag String ‘ Must be present as the remote Dialog tag.
To Content of Table 2:Common Inbound SIP Request Head&os$ Header
LJ dza X
.tag String ‘ Must be present as the local Dialog tag.

Table 66Inbound SIP BYE Request

Any content body for the BYE Request is ignored.

3.16.3 BYE Server Transaction

N2SIP will create a SIP Server-NITE Transaction for the SIP BYE Request as describeiD]n [R
section17.2.2: NoANVITE Server Transactiand [R10] Figure 8and will obey the timers and
retransmission rules defined by this state machine.
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3.16.4 BYE Response (Declined)

If a welformed BYE Request is declined, N2SIP will send a SIP Response with Status Code that is not
2xxand constructed according to the rules defined in sec8adh6 Outbound SIP Response

The following is a list of the supported Status Codes, along with the most commodriorstrings

used when declining a wetbrmatted BYERequest. The list of strings is only indicative, and other
Errorinfo strings may be returned. The spelling and formatting of these strings may change without
notice.

Status Code ErrorInfo

Any Response frorTable 12Digest Authorization Common Response Cades Jt d

481 <nonec used when BYE does not match a known INVITE transaction>

500 <Any other exception string generated internally during processing>
Table 67Indicative List of BYE Codes and Hnfwr Strings

3.16.5 BYE Response (Accepted)
If the BYE Request is accepted, then N2SIP will generate a SIP Response with s@itus 200

Response Attribute Type ‘ Notes
Status Code Integer 200
Status Message String OK
Response Header Type ‘ Notes
Content of Table 6:Common Outbound SIP Response Headerd Jt dza X
ContentType String Maybed I LILIX AOF GA2ykL{!té AT

Response Content Type ‘ Notes
May include ISUP, as per sectidnSIRI Compliance (ISUP in SIP)

Table 680utbound SIP BYE Response Headers
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3.17 BYEClient/Outbound)

3.17.1 Message Flow
N2SIP may initiate an outbound SIP BYE Request in the context of an existing, confirmed SIP Dialog,
which may have arisen from either incall or outcall scenarios.

SIP BYE (Outbound)

| N2SIP | | SIP-GW |

T T

| BYE

i
.

opt Pl [Authoﬁzation:Required]

' _ 401 Unauthorized '
<

' BYE

L.
-

L/ [Success]
' 200 OK

[Declined]
. 300-699
<

| N25SIP I | SIP-GW I

FigureL - Outbound SIP BYE

3.17.2 BYE Outbound Request
N2SIP supports sending the following attributes and headers in outbound BYE.

Request Attribute Type ‘ Notes
Request Method BYE
Request Header Type ‘ Notes
Contentd Table 72 LJ dza X

From Present.

.URI URI Present andset to To URI from the INVITE.

.tag String Present as the remote Dialog tag.
To Present.

.URI URI Present and set to FrotdRIfrom the INVITE.

.tag String Present as the local Dialog tag.
Route String(s) Will be present if @ialogspecific route applies.
P-ChargingVector String May be a copy qf the topmostﬂinbovurjd[AS 3 3 I: b-1:

Charginge SOU2NEX¥ KSI RSNE RSLIS

Table 690utbound SIP BYE Request

No content body is created for the BYE Request.

3.17.3 BYE Clienfransaction

N2SIP will create a SIP Client ANVITE Transaction for the SIP BYE Request as describelDjn [R
section 17.1.2: NoANVITE Client Transacti@amd [R10] Figure 6and will obey the timers and
retransmission rules defined by this state machine.
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3.17.4 BYE Response
N2SIP accepts wdbrmatted SIP Responses to the BYE Request and expects a 200 OK Response.

3.18 INFO (Server/Inbound)

3.18.1 Message Flow

N2SIP supports inbound SIP INFO Requests as a new transaction within an existing INVITE dialog, for
the purpose of receiving DTMF digit information when RTP teleplevent as per RFC 47331B] is
not available.

SIP INFO (Inbound)

| SIP-GW | | N2SIP |
T

L)

' INFO

I
>
Check Access 2
I

opt __/ [Authorization Required]

. 401 Unauthorized ,
I

i

' INFO

-
>

alt / [Success] :
; Apply DTMF
]

| 200 OK
[beclified] C
' 300-699 '

| SIP-GW | | N2SIP |

FigureM - Inbound SIP INFO

3.18.2 INFO Inbound Request

N2SIP supports receiving the following attributes and headers in inbound INFO.

Request Attribute Type ‘ Notes

Request Header Type ‘ Notes

Content of Table 2:Common Inbound SIP Request HeaBlerd Jf dza X
Content of Table 9:Digest Authentication Request Headers LJf dza X
From Content of Table 2:Common Inbound SIP Request HeadErsm" Headey
LJ dza X
.tag String Must be present as the remote Dialog tag.
To Content of Table 2:Common Inbound SIP Request Head&os HeadeE  LJt
.tag String Must be present as the loc8lialog tag.
ContentType String Must be "application/dtmirelay".

Table 70inbound SIP INFO Request
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The following attributes of the content body are accepted as per Draft REQ].[R

Body Attribute Type ‘ Notes
Signal Character DTMF input type.
Duration Integer Ignored.

Table 71inbound SIP INFO Request Body

All other event lines are ignored in the body of the Content.

3.18.3 INFO Server Transaction

N2SIP will create a SIP Server4NWITE Transaction for the SIP INFO Request as describeti®y [R
section17.2.2: NoANVITE Server Transactiand [R10] Figure 8and will obey the timers and
retransmission rules defined by this state machine.

3.18.4 INFO Response (Declined)

If a weliformed INFO Request is declined, then N2SIP will send a SIP Response with Status Code that
is not 2xxand constructed according to the rules defined in sec8cdh6 Outbound SIP Response

The following is a list of the possible Status Codes, along with the most commosriwretrings

used, when declining a welthrmatted INFORequest. The list of strings is only indicative, and other
ErrorInfo strings may be returned. The spelling and formatting of these strings may change without
notice.

Status Code ErrorInfo

Any Response froriTable 12Digest Authorization Common Response Cades Jt d
420 A Require option is not supported.
481 <nonec used when INFO does not match a known INVITE transaction>
500 <Any other exception string generated internally during processing>

Table 72Indicative List of INFO Codes and Eiméw Strings

3.18.5 INFO Response (Accepted)
If the INFO Request is accepted, then N2SIP will generate a SIP Response with Status Code 200 OK.
Response Header Type ‘ Notes

Content of Table 6:Common Outbound SIP Response Heatler&Jt dza X
Table 730utbound SIMNFOResponse Headers

3.19 NOTIFY
N2SIP does not provide any support for SIP NOTIFY.
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4 SIRl Compliance (ISUP in SIP)

The N2SIP framework offers support farost basicSIRl scenarios, using binagncoded ISUP
message parts in the SIP Request/Response body for certain INVITE and BYE interactions.

The framework support is limited to the functionality described in this section. It is intended to offer
a minimum SIP implementation compatible with the specific set scenarios described herein. The
az2ftdziAz2y R2Sa y2i0 Of I AN {dEaplitnce G O02YLX SGS¢€x y2NJ

4.1 SIPRI Content Encoding (S@Rd/or ISUP)

The N2SIP framework supports the inclusion of 1&Psent and receivedSIP Request and/or
Responseaontent for the specificset of scenarios andssociatedSIP messages as described in this
chapter.

4.1.1 Content Encoding

et L{!t YSaal3asSa aSyid IyR NBOSAOSR oé fothef Lt SEL
ISUP message octets.e. the actual binary octets (which will incluaDONULL octets) are expected

to be placed idine asthe content or multipart content part.

Otherencodings such as base64 are not supported at this time.

4.1.2 Inbound Contenflype
These ContenType values are supported for receiving inbound content in a SIP Request or Response.

ContentType Notes

The content contains SDP only.

application/sdp Tags are ignored. Casensitive match.

application/ISUP The content contains ISUP only.
Tags are ignored. Casensitive match.

multipart/mixed The content maygontain SDP and/or ISUP.
¢KS ao2dzyRFNBE GIF3 A& NBaLl

w

Table 74Supported inbound Conteiflype values.

The following notes on content type are relevant to both SDP and ISUP casténticated
4.1.3 Inbound Content Headers (SDP)
ForSDP the following Content header notes apply.

Location Header Notes
Top-Level ContentLength Required for TCP transport. Optional for UDP.

TopLevel or Multipart | ContentTransferEncoding | Ignored.

TopLevel or Multipart | ContentDisposition lfpresent, mza &G 0SS daSaarzyé I
RFC 395fR-26], RFC 396[R-27]. TK S G-855 &%
Application Server model is not supported.

Table 75Relevant inbound Content headers (SDP).
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4.1.4 Inbound Content Headers (ISUP)
For ISUP théollowing Content header notes apply.

Location Header Notes
Top-Level ContentLength Required for TCP transport. Optional for UDP.

TopLevel oMultipart | ContentTransferEncoding |[L 3y 2 NB R @ hyteé aoAyl NES§

Top-Level oMultipart | ContentDisposition Ignored.

Table 76Relevant inbound Content headers (ISUP).

4.1.5 Outbound Contenflype
These ContenType values are used for sending outbound content in a SIP Request or Response.

ContentType Notes

application/sdp The contentcontains SDP onlyNo tags will be set.
application/ISUP;base=itu | The content contains ISUP only.KS a0l aSé¢ | yR & @SN]
t92+;version=itut92+ The tags set on this content type may vary according to site configuration
multipart/mixed The content contains SDP and/or ISUP.

¢ KS @0 2 dzy Rl N@otherfiabs3vill hedset.d S (i @

Table 77Supportedutbound ContenfType values.

4.1.6 Outbound Content Headers (SDP)
Foroutbound SDPRsent by N2SIkhe following Content header notes apply.

Location Header Notes
Top-Level ContentLength Set for TCP and UDP transport.
Top-Level ContentDisposition This header is not set at the top levél.is used only for multipart.

Multipart ContentDisposition { Si (2 ;handlifgsrachicd ¢ KSy 020K {5t
present (i.e. when using multipart/mixed MIME encoding).

Table 78Relevant outbound Content headers (SDP).
4.1.7 Outbound Content Headers (ISUP)
For ISUP the following Content header notes apply.

Location Header Notes
Top-Level ContentLength Required for TCP transport. Optional for UDP.

TopLevel oMultipart | ContentTransferEncoding [{ SG (2 GoAYy Il NB & ®

Top-Level ContentDisposition This header is not set at the top level.

Multipart ContentDisposition { S i sign&;haadling=requiregd ¢ KSy 0 2 |
ISUP are present (i.e. when using multipart/mixed
MIME encoding).

Table 79Relevant outbound Content headers (ISUP).
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4.2 Inbound ALeg SHPINVITHTransaction
The N2SIP framework will accept inboundlég SIP INVITE RequdstsServer Transactionshich

O2ydFAY Fy aF LI AOFGA2YykL{!'té¢ O2yiSyld &adzoaSoi

The presence of the ISUP part in the initidlely INVITE Request means that N2SIP will treat this A

Leg INVITE call/dialog as a-Bdlalog, with consequential behavior as described here (e.g. sending of
REL message in the associated SIP BYiE)will affect the INVITE transaction and the associated BYE

transaction.

In addition, any B.eg outbound SIP INVITE Regspstformed as a bacto-back user agent on behalf
of this ALeg will also be treated as Si&ialogs.

4.2.1 Inbound ALeg SIPINVITEReques(IAM)

The following limitations apply any inbound SHPALeg INVITE Request

ay hyte I aiAy3atsS al LI AOFGA2ykL{!tée O2y Syl
b) ThelSURpart must beanISUHRnitial AddresgIAM) Message.

c) Presence of any other ISUP message in the content is an error.

d) A malformed ISURessage is an error.

The IAM Message will be decoded as Qer63 [R26] Table32, with the following notes.

Field Encoding Notes
Message Type Fixed 1 Octet 1 = Indicates IAM

Nature of Connection |Fixed 1 Octet Provided to service logand used for pasthrough.
Indicators

Forward Call Indicators| Fixed 2 Octets |Provided to service logic and used for paa®ugh.

[t f Ay 3 t I NFixed1lOctet Provided to service logic and used for pta®ugh.

Transmission Medium | Fixed 1 Octet Provided to service logic and used for pta®ugh.
Requirement

Called Party Number | Mandatory Decoded according to Q.763 Figure 10.
Variable Provided to service logic.

Calling Party Number | Optional Variablg Decoded according to Q.763 Figure 11.
Tag =10 Provided to service logic and used for paa®ugh.

<other> Other Tags Accepted available to service logic, and used for pwsugh.

Table 80Inbound ALeg SIP INVITE Request ISUP IAM Message

4.2.2 Inbound ALeg SIPINVITEResponses
Thefollowing possible SIP INVITE Response cases apply for any inbclAd &P

4.2.2.1 Immediate200 OK Respon$€ON)

This section describes the ISUP content for a 200 OK responsther 200299 success response
code if applicableyenerated by the N2SIP framewankthe case where there is no provisional INVITE
Responsdi.e. no SIP 10199 Response cojlbasyet beensenton that ALeg
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Note that 100 Trying does not count as a provisional response for this purpose.

In practice, this is only likely tccur in the case where the N2SIP framework itself is acting as the RTP
audio endpoint, i.e. it is acting as an IVR and accepting the call for the purpose of performing IVR
interactionsby emitting and accepting RTP packets

By contrast,n the backto-back user agent case, it is most likely that thiee§ will send a provisional
response, and that will be passed back to theedy prior to the call being confirmed with 200,0K
which is a separate sutase

In the case when the N2SIP framework sends a 200 OK SIP INVITE Responselagésetife first
response (without preceding provisional respongbgn:

1 ThisResponsenaycontain SDP content as described in the SDP Compliance section.
1 ThisResponsevill contain ISURonnec{CON message in the content.

The CON message will be encoded ashé63 [R26] Table27, with the following notes.

Field Encoding Notes
Message Type Fixed 1 Octet|7 = Indicates CON
Backward Calhdicators Fixed 2 Octety Constructedas follows
.Endto-End Method 2 bits Constant = 0 (None)
.Called Party Status 2 bits Constant = 1 (Ordinary Subscriber)
.Called Party Category |2 bits Constant = 0 (None)
.Charge 2 bits Globally Configured, Default {@harge)
.SCCP Method 2 bits Constant = 0 (None)
.Echo Control Device 1 bit Constant = 0 (None)
.ISDN Access 1 bit Constant = 0 (no#iSDN)
.Holding 1 bit Constant = 0 (Not Requested)
.ISDN User Part 1 bit Constant = 1 (Used Alhe Way)
.Endto-End Information |1 bit Constant = 0 (None)
.Interworking 1 bit Constant = 0 (None)
[Optional Parameters] [Various] None. No optional parameters will be present.

Table 81inbound ALeg SIP INVITEansactionlmmediate200 OKResponse) ISUP CON Message

Note that thisSCONs constructed from scratch by the N2StBck ands not a passhrough of the
ISURCON(if any) which may have been received on thieds).

4.2.2.2 First IXXProvisional Respon$aCM

This ighe case where the N2SIP stack receives an inboubelgASIP INVITE Requeih ISUP IAM
and determines that it will send provisiona(101-199)response to that A.eg INVITE, being either:

a) A provisional response initiated by the local residsgvice logic, or
b) A pasghrough provisional response from thelleg in a backo-back user agent role.
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Note that 100 Trying does not count as a provisional response for this purpose.
In this case:

1 ThisResponse magontain SDP content as described in the SDP Compliance section.
1 ThisResponsavill contain an ISURddress CompletéACM message in the content.

TheACMmessage will be encoded as [@1763 [R26] Table?1, with the following notes.

Field Encoding Notes
Message Type Fixed 1 Octet |6 = IndicatesACM
Backward Call Indicators |Fixed 2 Octets | Constructedasfollows.
.Endto-End Method 2 bits Constant = 0 (None)
.Called Party Status 2 bits Constant = 1 (Ordinary Subscriber)
.Called Party Category |2 bits Constant = None)
.Charge 2 bits Globally Configured, Default = 2 (Charge)
.SCCP Method 2 bits Constant = 0 (None)
.Echo Control Device 1 bit Constant = 0 (None)
.ISDN Access 1 bit Constant = 0 (no#SDN)
.Holding 1 bit Constant = 0 (NdRequested)
.ISDN User Part 1 bit Constant = 1 (Used All The Way)
.Endto-End Information |1 bit Constant = 0 (None)
.Interworking 1 bit Constant = 0 (None)
[Optional Parameters] [Various] None. No optional parameters will Ipgesent.

Table 82Inbound ALeg SIP INVITEansaction(First Provisional Respond8URACMMessage

Note that this ACM is constructed from scratch by the N3&Ek ands not a passhrough of the
ISUP ACM (if any) which may have been received on-ttezyB

4.2.2.3 Inbound ALeg S INVITE Transaction (SubsequéftiXRrovisional Respons€Pg

This is the case where the N2SIP stack receives an inbelad &IP INVITE Request with ISUP |IAM,
and determines that it will send a second or subsequent provisidi@d}199)response to that A.eg
INVITE, being either:

a) A subsequent provisional response initiated by the local resident service logic, or
b) A pasghrough subsequent provisional response from thédg) in a backo-back user agent
role.

Note that 100 Trying doa®ot count as a provisional response for this purpose.
In this case:

1 ThisResponse magontain SDP content as described in the SDP Compliance section.
1 This Response will contain an ISUP Call Progress (CPG) message in the content.
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TheCPGnessage will be encoded as 21763 [R26] Table23, with the following notes.

Field Encoding N[o] (=15

Message Type Fixed 1 Octet |44= IndicatesCPG

Event Information Fixedl Octet | Constructedasfollows.
.Event Presentation 1bit Constant = @NolIndication

Restricted Indicator

.Event Indicator 7 bits Set toeither:
1 (Alerting) if the SIP Provisional Response Code = 180
2 (Progress) for any other SIP Provisional Response Code

[Optional Parameters] [Various] None. No optional parameters will Ipeesent.

Table 83Inbound ALeg SIP INVITE Transacti®ok{sequenlProvisional Response) ISOPGViessage

Note that this ®Gis constructed from scratch by the N2Skck ands not a passhrough ofany
ISUP EG(if any) which may have been received on theds).

4.2.2.4 Inbound ALeg SHP INVITE Transaction (200 OK Response after Provisional, ANM)

This section describes the ISUP content for a 200 OK response (or oth2@280ccess response
code if applicable) generated by the N2SIP framework in the case W2&S&° has already seat
preceding provisional INVITE Response (i.e. SRADResponse code) on thatlAg.

Note that 100 Trying does not count as a provisional response for this purpose.

In this case when the N2SIP framework sends a 200 OK SIP INVITE Responsd.egrtbea& the
first responsei(e. is sent after one or mongreceding provisional respongethen:

1 ThisResponse magontain SDP content as described in the SDP Compliance section.
9 This Response will contain ISAifswer(ANM) message in the content.

TheANMmessage will be encoded as 21763 [R26] Table27, with the following notes.

Field Encoding N[o] =15
Message Type Fixed 1 Octet|9 = IndicatesANM
[OptionalParameters] [Various] None. No optional parameters will be present.

Table 84Inbound ALeg SIP INVITE Transaction (200 OK ResaftasBrovisional) ISURNM Message

Note that thisANMis constructed from scratch by the N2SIP stack and is not alpasgyh of the
ISUPANM (if any) which may have been received on thkds).
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4.3 OutboundB-Leg S INVITE Transaction
The N2SIP frameworkill also use SHPfor someoutbound BLeg SIENVITE Requests.

This will be done when performing an outbound b#glback user agent -Beg on behalf of an
inbound ALeg which itself used SIPi.e. where the A.eg inbound SIP INVITE Request contained an
ISUP Initial Address Message (IAM).

4.3.1 Outbound BLeg SHPINVITE Request (IAM)

In the case where N2SIP performs an outbourdeB SIP INVITE Request as a-tiatlack BLeg
related to an inbound S#PCall/Dialog, then tht B-Leg Call/Dialog will also be performed asISd?
the INVITE Transaction and the associated BYE transaction

Specifically:

e) The outbound B.eg SIP INVITE Request will contain a single ISUP part.
f)  ThelSURpart will be anISUHRnNitial AddresgIAM) Message.

The IAM Message will lncoded as pe).763 [R26] Table32, with the following notes.

Field Encoding Notes
Message Type Fixed 1 Octet 1 = Indicates IAM

Nature of Connection |Fixed 1 Octet Copied from the inbound -Aeg IAM.
Indicators

Forward Call Indicators| Fixed 2 Octets | Copied from the inbound-Aeg IAM.

Calling I NIl @ Q& |Fixed 1 Octet |Copied from the inbound-Reg IAM.

Transmission Medium | Fixed 1 Octet Copied from the inbound -Aeg IAM.
Requirement

Called Party Number | Mandatory Ercoded according to Q.763 Figure 10.

Variable Digits will be the newalledLJr NIi & | & LISNJ (K
NoA will bederivedfrom digits usinglenormalization rules.
NPI will be setto 1 (E.164).

INN will be set to 0 (allowed).

Calling Party Number | Optional Variablg Copied from the inbound-Aeg IAM.
Tag =10

<other> Other Tags Copied from the inbound-Aeg IAM.

Table 850utbhoundB-Leg SIP INVITE Request ISUP IAM Message
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4.3.2 OutboundB-Leg SHP INVITIResponses

The following possible SIP INVITE Response aaseapportedvhen receiving INVITE responses for
any outbound SHPB-Leg.

4.3.2.1 Immediate 200 OK Respor(§€ON)

This section describes the ISUP content for a 200 OK response (or oth29280ccess response
code if applicablefeceivedby the N2SIP framework in the case where no provisional INVITE Response
(i.e. no SIP 10199 Response cod&receivedon thatB-Leg.

Note that 100 Trying does not count as a provisional response for this purpose.

In this case when the N2SIP framewmgkeivesa 200 OK SIP INVITE Response oB-theg as the first
response (without preceding provisional response), then:

1 ThisResponse magontain SDP content as described in the SDP Compliance section.
1 This Responsmaycontain ISUP Connect (CON) message in the content.

1 Presence of any other ISUP message in the content is an error.

1 A malformed ISUP messageaiserror.

The CON message will decoded as pef.763 [R26] Table27.

Field Encoding N[0} =15

Message Type Fixed 1 Octet|7 = Indicates CON
Backward Calhdicators Fixed 2 Octet{Ignored.

[Optional Parameters] [Various] Accepted buignored.

Table 860utbound BLeg SIP INVITE Transactiomniediate200 OK Response) ISUP CON Message

4.3.2.2 First 1XX Provisional Respo(®eM)

This is the case where the N2SIP stack recdiefirst provisional(101-199) response tan outgoing
B-Leg INVITEr which the original SIP INVITE Request sent by N2SIP included an ISUP |IAM.

Note that 100 Trying does not count as a provisional response for this purpose.
In this case:

1 ThisResponse magontain SDP content as described in the SDP Compliance section.
9 This Responsmaycontain an ISUP Address Complete (ACM) message in the content.
1 Presence of any other ISUP message in the content is an error.

1 A malformed ISUP message is an error.

The ACM message will decoded as pe.763 [R26] Table21, with the following notes.

Field Encoding Notes
Message Type Fixed 1 Octet |6 = Indicates ACM

Backward Calhdicators | Fixed 2 Octets |Ignored.

[Optional Parameters] [Various] Accepted but ignored.

Table 870utbound BLeg SIP INVITE Transaction (First Provisional Response) ISUP ACM Message
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4.3.2.3 Subsequent 1XX Provisional Resp¢@8&s)

This is the case where the N2SIP stack receives a provigiotdl99) response to an outgoinglg

INVITE for which the original SIP INVITE Request sent by N2SIP included an ISUP |IAM, and where a
previous provisional (10199) response for that-Beg INVITE with ISUP ACM in the content has
already been received.

Note that 100 Trying does not count as a provisional response for this purpose.
In this case:

1 ThisResponse magontain SDP content as described in the SDP Compliance section.
i This Response may contain an ISUP Call Progress (CPG) message in the content.
1 Presence of any other ISUP message in the content is an error.

1 A malformed ISUP message is an error.

The CPG message will tecoded as pe).763 [R26] Table23, with the following notes.

Field Encoding Notes

Message Type Fixed 1 Octet |44 =Indicates CPG
Event Information Fixed 1 Octet |Ignored

[Optional Parameters] [Various] Accepted but ignored.

Table 880utbound BLeg SIP INVITE Transacti®al{sequenProvisional Response) ISUP CPG Message

4.3.2.4 200 OK Response after ProvisidA®M)

This section describes the ISUP content for a 200 OK response (or oth29280ccess response
code if applicableyeceivedby the N2SIP framework in the case whenge or morepreceding
provisional INVITE Resposgee. SIP 10199 Response code)ere receivedon that B-Leg.

Note that 100 Trying does not count as a provisional response for this purpose.

In this case when the N2SIP framewmg&eivesa 200 OK SIP INVITE Response on-thegAot as the
first SIPI response (i.e. is sent after one or more preceding provisional respams#aining ISUP
content), then:

1 ThisResponse magontain SDP content as described in the SDP Compliance section.
9 This Response will contain ISUP Answer (ANM) message in the content.

1 Presence of any other ISWiessage in the content is an error.

1 A malformed ISUP message is an error.

The ANM message will loecoded as pe@.763 [R26] Table27, with the following notes.

Field Encoding Notes
Message Type Fixed 1 Octet|9 = Indicates ANM
[OptionalParameters] [Various] Accepted but ignored.

Table 890utbound BLeg SIP INVITE Transaction (200 OK ResaftesErovisional) ISUP ANM Message
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4.4 Inbound SIRPBYHTransaction

The N2SIP framework will accept inbound SIP BYE Requests (on any leg) which contain an

QI LILX AOFGA2YkL{|té O2yidSyid &adzeSOinsdctbrdid:BIBI 02y i S)

Content Encoding (S@Rd/or ISUP) The presence of the ISUP part in the BYE Request is treated as
follows.

4.4.1 Inbound SI®BYE Request

The following limitations apply.
T hyte I aiAy3atsS al LI AOFIGA2ykL{!tée O2yiSyd LI
1 ThelSUPRpart must bean ISURReleas€dRE)Lmessage

Any other ISUP message type present in the inbound SIP BYE Reaygsinerate a warningFailure
to decode the REL message will mean that the RLC Message will not be sent in the 200 OK BYE

Response.

The REL message will be decoded as@63 [R26] Table33, with the following notes.

Field Encoding Notes
Message Type Fixed 1 Octet 12 = Indicates REL
Cause Indicators Mandatory Ignored.
Variable
<other> Optional Tags |Accepted but ignored.

Table 90Inbound SIP BYE Request ISUP REL Message

4.4.2 Inbound SI?BYE Request (200 OK Response)

This section describes the ISUP content for a 200 OK Response generated by the N2SIP framework in
the following case:

a) The inbound SIP BYE Request contained an acceptable ISUP REL message.
In this case, when the N2SIP framework sends a 200 OK SIP BYE Response.
1 This will contain an ISUP Release Complete (RLC) message in the SIP BYE Response content.

Note that the decision to send an RLC message in the SIP BYE Response is activated by the presence
of the REL message in the received SIP BYE Request. In practice, this will always occur in relation to a
call/dialog which contained ISUP in the origindflINRE Request/Response.

The RLC message will be encoded agé63 [R26] Table34, with the following notes.

Field Encoding N[0} =15
Message Type Fixed 1 Octet |16 = Indicates RLC

Table 91Inbound SIP BYE Request (200 OK Response) ISUP RLC Message
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4.5 Outbound SHPBYHETransaction

When initiatingenebf-RA F £ 23 F2NJ I OF f f Kk RA | tL23 OMKIASCK Ay 008 Af i
initial SIP INVITE contained ISUP message/s) then the SIP BYE Request sent by N2SIP will contain an
ISUP Release (REL) message.

4.5.1 Outbound SHPBYE Request
When N2SIP sends SIP BYE Request for a call being treated, #se8iP

1 This will contain an ISUP Release (REL) message in the SIP BYE Request content.

The REL message will be encoded ag@63 [R26] Table33.

Field Encoding Notes
Message Type Fixed 1 Octet |12 = Indicates REL
Cause Indicators Fixed 2 Octets | Constructed with a static value.
.Last Octet 1 bit Flag 1 = Last Bit
.Coding Standard 2 bits Constant = 0 (ITT Coding)
.Cause Location 4 hits Constant = 10 (Network beyond interworking point Bl)
.Last Octet 1 bit Flag 1 = Last Bit
.Cause Indicator 7 bits Constant = 16 (Normal call clearing)

Table 920utbound SIP BYE Request ISUP REL Message

4.5.2 Outbound SHPBYE Request (Any Response)

After sending an outbound SIP BYE Request with an ISUP REL message, the N2SIP framework will
accept anSUP RLC message in the response.

z

T hyte I aiAy3atsS al LW AOFIGA2ykL{!té¢ O2yiSyid LI NJ
1 ThelSUPRpart must bean ISUFRelease Complet&kLEmessage

Any other ISUP message type present in the received Response to the Outbound SIP BY Bn&gequest
generate a warning

The RLC message will be decoded as)pé63 [R26] Table33.

Field Encoding Notes
Message Type Fixed 1 Octet 16 = Indicates RLC
<other> Optional Tags | Accepted but ignored.

Table 930utbound SIP BYE Request (Any Response)
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5 SDRCompliance

5.1 SDPOverview

The N2SIP framework uses SDP for three distinct purposes.

a) Passthrough of SDP betweer &g and B.eg, operating as a bati-back user agent.
b) Negotiation of SDP for local RGéherated byN2SIRand sent to the A.eg only
¢) Negotiation of SDP to suspeRIP during periods where no stream is available

In case (a) then N2SIP will examine the padgBemslgh SDP for the purpose of recording the
GLINEFTSNNBRE YSRAL  O2 R Bdificatiordd theRSDBther tifad ilLed SDRJ & | y ¢
Normalisationdescribed in section5.4: SDP Normalisation {lfeg) In this case N2Si#bes not sit

within the RTP path and will never proxy or transcode any RTP packets. The IP addresses contained

in the SDP Offer/Answer wilwaysbe the ALeg and B.eg IP addresses.

In case (byvhere N2SIP is the endpoint generating an RTP stream to-tiegthen the SDP scope will
be limited to the RTP endpdircapabilities of N2SIP as describedsiction 6.4: RTPEndpoint
Capabilities N2SIP will provide its own IP address and will genaaateaccepRTPpackets subject
to the specified limitations

In case (cjvhen N2SIP is not generating RTP and there isloegRndpointthen N2SIP will construct

'y d&adzaLISyRSRE {5t hTTFSN-LEQtNE RTKIS nolddedibpa&tiGehie T y 2 G A
occurswhen changing from one-Beg to another, or when changing from 4.&y to or from a locally

generated RTP streamb v g Af f LINPZDARS | O2yFAIdzZNBR Lt I RRNBA
generateor accept an\RTRpbacketswhile theRTPstream is suspended

5.2 SDRPatterns(RFC 6337)

N2SIP supporisnly a subset of th®FC 6337 [R4] patterns(Table 1) ¢ KS (i S N GLbxL¢O9E
only to the SIP INVITE which initiates a dialog, except whddMEE is specifically stated.

A-Leg Incal(N2SIP receives SIP INVITE Request)

1 INVITE Request 2xx INVITE Response
2 2xx INVITIResponse ACK Request
3 INVITE Request Ixxrel INVITE Respon

(Early Media)
1 ReINVITE Request 2xx reINVITE Response.
Table 94Supported BPPatterns (ALeg Incall)

A-Leg Outcall (N2SIP sends SIP INVITE Request)

2 2xx INVITIResponse ACK Request

1 ReINVITE Request 2xx reINVITE Response.
Table 95SupportedSDP Patterns (Beg Outcall)

N-Squared N2SIP SEBPDPRTP PCS 2028 Page75 of 95



N2SIPSIRSDPRTP Protocol Conformance Statement Version202408.1

B-Leg Outcall (N2SIP sends SIP INVITE Request)

1 INVITE Request 2xx INVITE Response

2 2xx INVITE Response |ACK Request

3 INVITE Request 1xxrel INVITE Response
(Early Media)

1 ReINVITE Request 2xx reINVITE Response.

Table 96SupportedSDP Patterns {Beg Outcall)
Whenever SDP is included in the Content of any SIP Request or Resgithese
a) The toplevel Content¢t & LIS KSIF RSNJ Ydzad oS LINBaSyd Fa al LI
b) The toplevel Contentt & LIS Ydza i 065 d&vYdzZt GALI NIkYAESRE | yR
content part with Content & LIS &I LILX A Ol A2y Kk aRLXE @
5.3 SDP Us€aseDetails

Within the above theoretical capabilities of the S@felec, there exists a specific ssibt of usecase
scenarios where the N2SIP framework will create, process, ofthamggh SDP session definitions.

For SDP Pattern definitions, see RFC 63ZA4[R

Note: N2SIP does not currently offer any support for Pattern 4 (offer in 1xx INVITE Response), or
Pattern 5 (offer in PRACK Requesty, Pattern 6 (offer in UPDATE Request) scenarios.

5.3.1 B-Leg TerminatioWith SDP Offer after-lBegincal)

The N2SIP framework will perform termination attempts to establish an outgoibggBusing an
outbound SIP INVITE Request. This includes the case where a tempbegyysBoeing established
for the purpose of bridging to an external IVR platform for audteraction.

Where an ALeg SDP Offer has been provided prior to the attempt to the néwd3 then:

1 N2SIP will use Pattern 1 or 3 to the_&g.
1 N2SIP will use Pattern 1 or 3 to thd_Ag if possible, or Pattern 1-iVITE otherwise.

The following tables provide a full breakdown of this behavior.

Firstly, wherthe A-Legprovided anSDP Offeaccording toPattern 1 (or Pattern 3), i.e. where the A
Leg SDP Offer was provided in original SIP INVITE Request:

A-LegSetup B-Leg Behavior A-Leg Followup

Incall ALeg sent SDP Offer to | N2SIP relays-Beg SDP Offer t¢ N2SIP relays-Beg SDP Answe
N2SIP in SIP INVITE Request| B-Leg in SIP INVITE Request.| in 2xx INVITResponse to A

A-Leg Pattern 1 or 3 Case: B eg returns SDP Answ Leg.
Case: No final-Aeg INVITE in 2xx INVITE Response. A-Leg Pattern 1
Response has been sent. B-Leg Pattern 1
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(as above)

N2SIP relays-Leg SDP Offer tq
B-Leg in SIP INVITE Request.

CaseB-Leg returns SDRnswer
in 1xx INVITE Response.

B-Leg Pattern 3

N2SIP relays-Beg SDP Answe
in 1xx INVITE Response to A
Leg.

A-Leg Pattern 3

I 62@S3s SEC
Case: Final-Reg INVITE

Response has been sent due {
previous activity.

ol a

N2SIP relays-Leg SDP Offer tq
B-Leg in SIP INVITE Request.

Case: B.eg returns SDP Answ
in 2xx INVITE Response.

B-Leg Pattern 1

N2SIP uses-Legre-INVITE to
relay BLeg SDP Answer te A
Leg[MNote].

A-Leg Pattern 1 (HNVITE)

(as above)

N2SIP relays-Beg SDP Offer tq
B-Leg in SIP INVITE Request.

CaseB-Leg returns SDP Answ
in 1xx INVITE Response.

B-Leg Pattern 3

N2SIP uses-Regre-INVITE to
relay BLeg SDP Answer te A
Leg[MNote].

A-Leg Pattern 1 (HINVITE)

Table 97B-Leg Termination SDP Cases (Incéléd with SDP Offer in INVITE Request)

WNote: In these scenarios, thellgg has provided an SDP Answer to N2SIP. However, the SIP User
Agent state machine on the-lleg is no longer able to accept an SDP Answer. Instead, N2SIP must use

a reINVITE to the Aeg to provide the Beg SDRnswerto the ALeg as an SOPffer.

In such cases then:

1 The BLeg SDP Answer from the INVITE (provisional or final) Response is provided-t@the A

as an SDP Offer in adVITE Request.
1 The ALeg must accept this #VITE Request with a-lVITE 200 Response. If the.&y
rejects the relNVITERequestthen this is treated as an unrecoverable eroorthe call
1 The ALeg will provide an SDP Answer in thdN¥ITE 200 Response. There isivailable
supportedmechanism for providing thia&-LegSDP Answer content back to the_Bg.

Because there is no mechanism for returning thise§ SDP Answback to the BLeg in this scenario,
it is necessary to make some assumptions that this will not cause problems in the SDP negotiation.
Specifically N2SIP must assume that:

1 The ALeg returning a eNVITE 200 Response means that it has fully accepted the SDP Answer
(presented as Offer), and

1 the content of the SDP Answer contained in thelM&ITE 200 Response is a simple
confirmation of the Offer, and

1 the SDP Answer provided by the_&g does not modify the RTP port number, IP address, or
any codec parameters in such a way that the RTP stream becomes inoperable.
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A-LegSetup

B-Leg Behavior

A-Leg Followup

N2SIP outcall (never supplies
SDP Offer) toAegusing SIP
INVITE Request.

A-Leg must provide SDP Offer
in 2xx INVITE Response. No
other behavior is supported by,
N2SIP.

N2SIP provides placeholder
(inactive) SDP Answer in 2xx
ACK Request.

A-Leg Pattern 2

N2SIP relays-Leg SDP Offer tq
B-Leg in SIP INVITE Request.

Case: B.eg returns SDP Answ
in 2xx INVITE Response.

B-Leg Pattern 1

N2SIP uses-Leg reINVITE to
relay BLeg SDP Answer te A
Leg[MNote].

A-Leg Pattern 1 (NVITE)

N2SIP relays-Beg SDP Offer t¢
B-Leg in SIP INVITE Request.

CaseB-Leg returns SDP Answ
in 1xx INVITE Response.

B-Leg Pattern 3

N2SIP uses-Peg reINVITE to
relay BLeg SDP Answer te A
Leg[MNote].

A-Leg Pattern 1 (MNVITE)

Table 98B-Leg Termination SDP Cases (Outcakd)

[MNote] See theorrespondingMNote]in sections.3.1: B-Leg TerminatiofWith SDP Offer after-RBeg

Incal).

5.3.3 B-Leg Termination (withowa-LegSDP Offer)

N2SIP may also be requested to perform an outbowhe @ termination attempt without having yet
received an SDP Offer from theLAg. l.e. when aimcallA-Leg to N2SIP has initiated Pattern 2 (late
offer) SIP INVITE Request without SDP but not yet completed the pattern.

In these cases, Pattern 2 will also be used on thed

N2SIP does not support Pattern 4 (or Pattern 5) on either leg.

A-LegSetup

B-Leg Behavior

A-Leg Followup

Incall A-Leg sent SIP INVIT
Request to N2SIP without S
Offer content.

A-Leg Pattern 2

Case: No final -Reg INVITE
Response has been sent.

N2SIP sends SIP INVITE Req
to B-Leg without SDP Offer.

B-Leg Pattern 2

B-Leg must provide SDP Offer
in 2xxINVITE Response. No
other behavior is supported by,
N2SIP.

N2SIP provides SDP Offer in }
INVITE Response telL&g.

A-Leg Pattern 2
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Incall A-Leg sent SIP INVIT N2SIP sends SIP INVITE Req| N2SIP uses-Reg reINVITE to
Request to N2SIP without SI[ to B-Leg without SDP Offer. relay BLeg SDP Offer to-lfeg.

Offer content. B-Leg Pattern 2 A-Leg Pattern 1 (MNVITE)

B-Leg must provide SDP Offer
Case: Final -Reg INVITE in 2xx INVITE Response. No

Response has been sent due| other behavior is supported by
previous activity. N2SIP.

A-Leg Pattern 2

Table 99B-Leg Termination SDP CadesdllA-Leg SIP INVITE Request without SDP)

5.4 SDP Normalisation{2eg)

2 KSYy LISNF2NXAY3I LI aaidKNRdpid FINBIYCO @ISHdzSAGZY @ NB v
Leg into a Request or Response on the other Leg.

One single A.eg session maseceive SDP copied fromore than one distinct Beg sessioror
internally generated RTP stream, each of which is a standalone SDP session.

The SDP session towards thd.@gmust be presented as a single logical sesswith consistent
identifiers.

Hence:
1. Each BLeg also has its own independent SDP Session.
2. TheA-LegSDP Session ID and Version are normatidesl asingle, coherent SDP Session is
represented tathe ALegwhich willconcealanyB-Legsession IlZhanges
5.5 SDP Inactiv8uspended

After first using SDP to negotiate the initial RTP audio stream between -tteg Aand the first
connected BLeg or local RTP audio stream, any foltowcall control (i.e. any change tanaw BlLeg

or local RTP stream) will require notifying théArty that the previous SDP session is no longer valid,
and that momentarily there is no current stream active.

The SIP/SDP standards do appear toexplicitlydefine how this should be doria an interoperable
manner.

N2SIP supports three different mechanisms for instructing taRy that there is currently no RTP
stream during any period of leg control, follamn hunting, etc.when no farend RTP stream is

applicable.¢ KS G addzALJISYR YSOKIFIyAaYh G2 dzasS Aa | asSi oe
The mechanism cannot be controlled on a-pall basis.

The mechanisms are:

5.5.1 Suspended (No Host)

CKS ab2 123a080KSOK2YAAKAYASH LILINRF OK (G2 02y aidNHzOu
description for the APartywhen no farend RTP stream is applicable

f ¢KS Lt FRRNBA&A&d Aa anodonodondné o
T ¢KS wé¢t LIRNIL ydzYoSNI Aa I O2y FAIdz2NBR aGadzLISyR:
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1 The audianediapayload type is the first (only) payload type from the most recently seen SDP
Answer session descriptian 2 NJ at / a'! kynnné AT y2.{5t ! yasgSN]
1 No telephonyevent payload type will be present.

5.5.2 Suspended (No Media)
¢ KS Mebig YSOKIYGARY BASGt 26Ay 3T | LILINRFOK (2 O2yaidNd
session description for the-Rartywhen no farend RTP stream is applicable
T ¢KS Lt | RRNBaa Aa | O2yFAIdzNBR GadzaLISYRSR
T ¢KS wé¢t LIRNIL ydzYoSNI Aa | O2y FAIdzZNBR & adza LI
1 No audio media payload type will be present.
1 No telephonyevent payload type will be present.

w»
<, o
;U( [enN

5.5.3 Suspended (Inactive)
¢KS LYl O0AQDSEK T SPXKI fyA@NY BzAISLILINE  OK (2 02y aidNHzOi
description for the APartywhen no farend RTP stream is applicable
T ¢KS Lt | RRNBaa Aa | O2yFAIdzNBR GadzaLISYRSR adil
T ¢KS wé¢t LIRNIL ydzYoSNI Aa I O2y FAIAdz2NBER aGadzaLISyR:
1 The audio media payload type is the first (only) payload type from the raoshtly seen SDP
Answer session descriptian 2 NJ at / a! kynnné AT y2.{5t ! yagsgSN]
T ¢KAA I dzZRA2 YSRAIF &AdNBlIY gAfft KIGS GKS daAyl O
1 No telephonyevent payload type will be present.

5.6 SDP Security

N2SIP does not support encryption or signing of the SDP content in any form. Specifically:

1 SRTP is not supported.

1 Encryption Keys (k=) are not supported.

1 SIP S/IMIME encapsulation of SDP is not supported.
I SIP TLS is not supported.

5.7 SDP Fields

5.7.1 Base Fields

The following compliance is implemented for SDP Fields.

Inbound Offer/Answer Outbound Answer/Offer Passthrough
v (Version) Must be 0 0 Yes
o (Origin) Must be Present Present Yes
.Username Ignored Configured value of Yes
aaRLIW2 ¢y SNIdza
.Session ID Ignored Auto-Generated Value Replaced
.Session Version Ignored Auto-Generated Value Replaced
.Net Type Must be "IN" "IN" aLbég
Address Type Must be "IP4" "IP4" aLtne
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Inbound Offer/Answer

Version202408.1

Outbound Answer/Offer

Passthrough

.Unicast Address Ignored Configured value of Yes
GARLIW26Y SNYK2
GaRLWP&adza LISY Ry
s (Session Name) Ignored Yes
i (Session Info) Ignored Not Present Yes
u (URI) Ignored Not Present No
e (Email Address) Ignored Not Present No
p (Phone Number) Ignored Not Present No
¢ (Connection Data) Must bePresent Present Yes
.Net Type Must be "IN" "IN aLbe
.Address Type Must be "IP4" "1P4" aLtnée
.Connection Address | FarEnd URL for RTP Local URL for RTP Yes
Multicast Not Supported ale 0SS andnon
TTL Not Supported configured value of
GARLIYAdza LISY Ry
suspending the Aeg.
Multicast Not Present
TTL Not Present
b (Bandwidth) Ignored Not Present Yes
t (Start Time) Ignored 0 0
t (End Time) Ignored 0 0
r (Repeat Times) Ignored Not Present No
z (Time Zones) Ignored Not Present No
k (Encryption) Ignored Not Present No
m (Media Descriptions) | A media description must A single media description is| Yes
exist for media "audio". usuallypresent, as below.
Other media descriptions are May only be absent when
ignored. suspending the Aeg.
.Media Ignore all except "audio". "audio" Yes
.Port FarEnd UDP Port for RTP Local UDP Port for RTWVill Yes
be the configured
GaRLWP&E&dzA LISY Ry
when suspending the-Reg.
.Proto Must be"RTP/AVP" "RTP/AVP" awet k!
.Format Ignore all except: For Answer, depends on Yes

10 (PCMU/8000), offered format compatibility

18 (PCMA/8000) and configuration.

fa! awkynnné For Offer, depends on

fa! a2w. k mc n an é| configuration.

1 dtelephoneevent In both cases may include:
f0Gt/ al kynnnte
118Gt/ a! kKlynnnte
fa! awkynnné
fa! a®w. k Mcnnné
1 ételephoneevent
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Inbound Offer/Answer

Outbound Answer/Offer

Passthrough

a (SDP Attributes) Ignore all except: Yes
10 (PCMU/8000),
18 (PCMA/8000)
fa! awkynnné
fd! a®w. k MCcnnné
1 dtelephoneevent
.rtpmap May be present for O Present for all Offered or Yes
(PCMU/8000) and 8 Accepted formats.
(PCMA/8000). Not Present for all others.
Must be present for:
fa! awkynnné
fd! a®w. k MCcnnné
faiGSt Sy &¢
fmtp GGSt SERMBYBeY |alSt SERWBYEEY | Yes
codes B15are accepted and | Answer the inbound attribute
usable. Events 16+ are will be returned unchanged if
accepted but silently the format is Accepted.
discarded. ! awkynnné- Ly
at/ alkynnné |2 . kmcnnndable! a
at/ alkxkynnnéy 101:.
attributes are silently Not Present for all others.
discarded.
al awkynnneé- |y
2 ., kmcnannngable! a
101:.
.ptime May be present. Not Present Yes
.maxptime May bepresent. Not Present Yes
.inactive Ignored May be present when Yes
suspending the Aeg.
.recvonly May be present. Not present. Yes
.sendonly Ignored Configurable option when Yes
using DTMF in of-band
RTHor PCMU/8000 or
PCMA/8000
.sendrecv May be present. Present when not using Yes
GAyl Olsedély”. 2 N

Table 100: SDP Field Compliance

All other nonrecognised fields or SDP Attributes are ignored.

N-Squared N2SIP SEBPDPRTP PCS 2028

PageB2 of 95



N2SIFSIRSDPRTP Protocol Conformance Statement

5.7.2 AMR and AMRVB SDP Media Format Parameters

RFQ1867 [R23] defines AMR and AMRB format parameters. Compliance is described in the following table.

Version2024-08.1

Parameter Inbound Outbound Offer Outbound Comments
Name Offer/Answer Answer
octet-align May be presen{ Two format| Copied from| Both octetaligned mode and
gAGK @I fLI NI Y S G SN Inbound Offer. | bandwidth-efficient mode are
ameé o attributes are accepted and supported fg
offered. The first either inbound or outboung
O2y il Aya- audio streams.
FEAIYT mET
second  containg
azolisxiayr
mode-set May be presen{ Not present Copied from| Mode restrictions are accepte
with any Inbound Offer. | for inbound audio streams, an
combination  of applied to outbound audig
valid modes. streams.
mode-change | May be presen{ & m € Not present Mode change restrictions ar
period with @ £ dzS accepted for outbound audi
GHEOD streams. Mode chang
. restrictions are not required fo
modechange | May be presen{a H € GHE . .
. L ! inbound audio streams.
capability gAUK @I ¢
GHEOD
modechange |adal & 0SS |ané Not present
neighbor gAGK @I f§
amé o
cre May be presen{ & n € Copied from| Frame CRCs, robust paylg

gAOK QI ¢

inbound offer.

robustsorting

May be present
gAGK OF f

ané

Copied from
inbound offer.

sorting, and frame interleavin
are not accepted or supporte
for either inbound or outbound
audio streams.

gAGK QI ¢

interleaving Must not be| Not present Not present
present.
maxred May be presenla n € ance Frame redundancy iaccepted
with any valid for inbound audio streamg
value. however redundant frames ar|
discarded unused.
Frame redundancy is ng
supported for outbound audig
streams.
channels May be presen{ & m € Copied from| Only mono (single channg

inbound offer.

audio is supported for both
inbound and outbound audi
streams.

Table 101: AMR and AMRVB Format Parameters

All other nonrecognised parameters are ignored.
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6 RTP Compliance

6.1 RTP Functional Scope
In any case N2SIP will never transcode or transit RTP packets.
N2SIP will onlgver perform one of the following:

9 Act as a SIP Bati-back User Agent and paggough SDP Offer and Answer between two
third-party endpoints who will then exchange RTP media independently between themselves,
without transiting N2SIP, or

1 Act as an endpoint for a media stream in which N2SIP exchanges RTP directly wiBrattye A
for the purposes of playing an announcement and collecting input from tRardy.

When acting as a bagk-back user agent, N2SIP does not place any limitations on the SDP negotiation
of media codecs and capabilities which are negotiated between thegtand the &eg.

When acting as an RTP endpoint, N2SIP supports a limited set of media codecs as described in the
following sectiorb.4: RTPEndpoint Capabilities

6.2 RTP Transport

The RTP stream is negotiated in the Offer/Answer SDP interaction described above.
N2SIP supports:

I RTP over UDP

1 RTP a=sendonly (mostirectional: N2SIP to sefiwitch) or a=sendrecv (lirectional).
1 RTP audio payloads.

1 RTP telephony event payloads.

N2SIP does not support encryption gsigning of the RTP content in any form and does not support
underlying transports other than UDP. Specifically:

1 SRTP is not supported.
1 RTP over TLS is not supported.
9 RTP over TCP or SCTP is not supported.

N2SIP does not support monitoring of call quality:
1 RTCP is not supported.

RTCP functionality may be disabled on the-safitch to save resources.

6.3 RTP Security

N2SIP uses uncompressed, unencrypted, unsigned RTP for Audio Streaming.
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6.4 RTHENndpoint Capabilities

This chapter outlines the supported capability of the N2SIP framework when it is acting as an RTP
endpoint. l.e. when an{Squared product such as N2IVR is constructing and emitting an RTP audio
stream.

The following compliance is implemented for RTP packets:

RTP Field | Receive Send

Version Must be 2. 2

Padding Supported 0 (Not Used)

Extension | Not Supported 0 (Not Used)

# CSRC Ignored 0 (Not Used)

Marker Ignored 1 if the payload contains AMR/8000 or AMR

WB/16000 audio, and the first frame in the
payload is the first audio frame intalkspurt (as
per RFC 4867 {R3]). Otherwise 0.

Payload Must be one of: One of:
Type 10 (ITUT REC G.711 PCMU/8000), 10 (ITUT REC G.711 PCMU/8000),
T1(ITUT REC G.711 PCMA/8000), or T(TUT REC G.711 PCMA/8000), or
9 Dynamically mapped payload type for: 9 Dynamically mapped payload type for:
o AMR/8000 (3GPP TS 26.073) 0o AMR/8000 (3GPP TS 26.073)
o AMRWB/16000 (ITJr REC G.722.2 o AMRWB/16000 (ITJr REC G.722.2)
0 Telephony Event (IETF RFC 4733) 0 Telephony Event (IETF RFC 4733)
Telephony | 0-15 (Digits); accepted and processed. Not Present
Event 16 (Flashy accepted and ignored.
Code

Other valueg; accepted and ignored.

Table 102: RTP Packet Compliance

These RTP limitations will be represented in the SB& orAnswer which N2SIP generates to the A
Leg.

6.4.1 Audio Payloads
Audio packets are sent out when playing announcements.
Received audio packets are either:

9 Discarded, or
9 Partially decoded to detect AMR mode change requests, or
1 Decoded and analyzed in rag@the for DTMF audio events.
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Audio Format

AMR/8000 or AMRWB/16000

Discard

Inactive Partial Decode

Inband Decode Decode

Telephony Even Partial Decode Discard

DTMF Detection

SIP INFO Partial Decode Discard

Table 103: RTP Audio Payloads

Supported audio payload types are:

1 PCMU/8000 (ITT REC G.711 uLaw 8kHz Mono)
1 PCMA/8000 (ITTd REC G.711 aLaw 8kHz Mono)
1 AMR/8000 (3GPP TS 26.073 8kHz Mono)

1 AMRWB/16000 (ITUr REC G.722.2 16kHz Mono)

Inband DTMF detection is supported foralpportedpayload typeexcept AMR/8000

6.4.2 Event Payloads
Inbound event payloads are supported as per RFC 4738][R
1 Eventvolume is ignored.

Outbound event payloads are not used.

N-Squared N2SIP SEBPDPRTP PCS 2028 Page86 of 95



N2SIPSIRSDPRTP Protocol Conformance Statement Version202408.1

7 SIPScenarios

This chapteprovides example call flows for some of the mosinmon scenarios implemented by N
Squared products built on the N2SIP framework.

Not all scenarios are applicable to all products. This set of scenarios is far from exhaustive, since the
products are highly configurable and in most cases the features can be customizeskngiog scripts
written in the Lua scripting language.

Note that for simplicity most of these the Message Flow diagrams in the following subsections indicate
early SDP offer (RFC 63372[R pattern ). Patterns 2 and 3 are also supported as specifiedétion
5: SDRCompliance

7.1 Scenario: A.eg Redirection

In this case, the service logic executingN2SIRdetermines that the called party should be simply
GGNI yatl 4§SRé (gz.g.linyhe inBex posfabiitydld®Rup case. It sends a SIP Invite
Response with status code 302.

The Response Contact header indicates the new (translated or prefixed) called party address.

The call is no longer under control of tNRSIP applicatiaonThe SSP will perform call redirection.

N2SIP Script: Call Redirect (302 Moved Temporarily)

; A-Leg Call Setup :
: ISUP or SIP

|Trigger Detection Point Iﬁ

' SIP INVITE (SDP Offer)
'

Service Logic Begins H
api.redirect () 5

' _ 302 Moved Temporarily
<

Service Logic Ends &

| ACK

: .

FigureN ¢ N2SIRFlow. A-Leg Redirection

The service logic may not perform any further telephony actions.
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7.2 Scenario: A.eg Screening

In this case, the service logic executing on N&SIRdetermines that the call is not permitted and
should be dropped. It sends a SIP Invite Response with status code 470, or any other appropriate
status code as may be desired.

The call is no longer under control NRSIP The SSP will perform call release other followon
treatment.

N2SIP Script: Call Screening (470 Consent Needed)

X A-Leg Call Setup :
1 ISUP or SIP

| Trigger Detection Point %

i
i

L

i

i
' SIP INVITE (SDP Offer)
.

i
| Service Logic Begins %

api.decline () =

i i
' 470 Consent Needed

' ACK X
; >

Service Logic Ends £
T

' Call Released = '

FigureO ¢ N2SIRFlow. ALeg Screening

The service logic may not perform any further telephony actions.
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7.3 Scenariolnternal AnnouncementScript,200 OK)

This example shows an N2SIP service making use of thénbmik y (i $nedjalsérver capabilitio

interact with the ALeg DTMF collection may be performed.

The flow shows the use of the internal media senfrcen a local scriptrather than INAP or VXML
control. It usesa 200 OK INVITE Response to complete the speech path for the RTP stream

N2SIP Script: Internal PACUI (200)

A-Leg Call Setup
ISUP or SIP

SSP

-
=

| Trigger Dete

ction Point %

PSTN Audio Stream

SIP INVITE (SDP Offer)

N2 5IP

_ 200 OK (SDP Answer)

>

| Service Logic Begins%

api.interaction ()

ACK

RTP Stream Begins
e

Version202408.1

55P2

A-Leg Call Teardown
_ ISUP or SIP

DTMF Digit DTMF Digit
.............. 421 Bl Lol a0 L
alt ./ [End of calll
api.hangup ()
Service Logic Endsi
_BYE
<
200 OK

RTP Stream Ends

[Rost-Announcement B-Leg 1

ermination Attempt]

_ INVITE (SDP a=inactive)
-«

api.termination_atternpt () Iﬁ

200 OK

ACK

Y

A

RTP Stream Ends

INVITE (new B-Leg)

L
>

S5P

N2 SIP

5SP2

FigureP¢ N2SIP Flow: Internal Announcement (Script, 200 OK)

The service logic may subsequently perform any other valid SIP call control action, e.g.

1 Hangupwith BYE
9 Internal Announcements

1 B-lLegTerminationAttempt or External Announcement
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7.4 Scenariolnternal AnnouncementScript,183 Session Progréss

Theexample is like the proceeding, except that it uses the N2SIP capability to use Pattern 3 for the
SDP Offer response, el33 Session Progreg=arly media) fothe media setup

FigureQ ¢ N2SIP Flow: Internal Announcement (Script, 183 Session Progress)

The service logic may subsequently perform any other valid SIP call control action, e.g.

Final SIP INVITE Response with status cod&390
Hangup with BYE

Internal Announcements

B-Leg Termination Attempt or External Announcement

=A =4 =4 4
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